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Summary Report

National Health Surveillance System Workshop

On October 3, 2000, the Defense Threat Reduction Agency’s Advanced Systems and Concepts Office (ASCO) and the Centers for Disease Control and Prevention (CDC) co-sponsored a workshop aimed at identifying the essential elements of a national health surveillance system.  There were a variety of participants, spanning the local, state and national public and animal health communities.


Dr. Margaret Hamburg, Assistant Secretary for Planning and Evaluation, Department of Health and Human Services, provided opening remarks.  She stated that the growing threat of bio-terrorism made the goal of developing a national health surveillance system was urgent.  Furthermore, she said that the interface between public health, national security, intelligence, and law enforcement was critical to understanding and managing the bioterrorism threat. Dr. Hamburg stated that the overlapping concerns of these communities must not be a deterrent to effective action to improve health surveillance, but rather should be seen as an opportunity to develop complementary and, where necessary, integrated strategies, methods, and programs.


Dr. Hamburg said that there were three broad areas that needed to be addressed in developing a national health surveillance system: 

· Better define the essential elements of an effective national surveillance system.  What are the baseline requirements?  Who should do what?  How should resources, assets, and capabilities be distributed?  What is general to the problem of infectious diseases and what unique variants are driven by the bio-terror threat?  

· Achieve consensus on priorities for investment.   What is required to fix pressing near-term deficiencies?  What is required for long-term solutions?  Equally important, how is it best to make a coherent, defensible case for the required resources and gain the confidence of those who control the resources? 

· Integrate and innovate.  Survey existing systems, databases, collection tools, and related capabilities to facilitate development of meaningful integration and coordination and to maximize the information and insights to be gleaned from available data.  Leverage technological and methodological advances to achieve the best data collection, analysis, and dissemination possible.  This approach will permit movement beyond the traditional in order to achieve greater detection sensitivities, shorter time lags for reporting, and decreased geographical fragmentation. 
Following Dr. Hamburg’s introductory remarks, representatives from local and national public and animal health communities provided their perspectives on the issue of a national health surveillance system.

Dr. Joel Ackelsburg is Bio-Terrorism Coordinator for the New York City Department of Health.  He provided an overview of the City’s surveillance program and discussed special activities directly related to the bio-terror threat. There are approximately 55 reportable diseases in New York City, 43 of which are reportable to the Communicable Disease Program. Surveillance directed at influenza-like illnesses includes analysis of 911 calls by type.  A second surveillance activity involves reviewing the death registry. The Department of Health is also examining the possibility of developing real-time ER or intensive care unit surveillance.  The West Nile experience of 1999 also underscored the central importance of the individual practitioner in surveillance.  Dr. Ackelsburg stated that, in order to leverage effectively advances in technology and information management, health professionals “in the trenches” must steadily be improving their skills.

Ms. Tracee Treadwell is an epidemiologist with the Bioterrorism Preparedness and Response Program at the Centers for Disease Control and Prevention.  She discussed the prototype surveillance system used at the World Trade Organization (WTO) conference in Seattle.  Ms. Treadwell cautioned that a surveillance system, such as was used for WTO, was event-driven and not sustainable for long periods of time.  The approach was based on short-term syndromic surveillance, with the goal of obtaining a basic sense of what was happening in a general population without having to wait for laboratory confirmation of a pathogen or specific analysis-based responses from the health community.  Ms. Treadwell concluded that the CDC’s experience in these events demonstrated the utility of such surveillance systems to support high profile events, especially if there is sufficient lead-time to establish a baseline for the local population.  It is especially important to understand that when the system requires hospital workers to perform additional work, there should be little expectation of truly real-time reporting.

MAJ Julie Pavlin (USA) is Chief of Strategic Surveillance for the Department of Defense Global Emerging Infections System (GEIS).  She described the Defense Medical Surveillance System, a cradle-to-grave system to monitor the health of service members through various assignments and deployments.  MAJ Pavlin stated that tapping into the growing body of surveillance systems and data sets is a challenge but promises great payoff in terms of efficiencies and effectiveness in detecting outbreaks.  She also noted that it is important to build on local data, but also to develop information architectures that allow the data to be shared upward with state or federal agencies capable of taking a more “global” view.  Equally important is to build in the necessary safeguards and firewalls to secure the data and protect patient confidentiality.  Finally, those operating surveillance systems need to be tied closely to the local health community if suspected outbreaks are to be verified and responses put in place.  

Dr. David Huxsoll is the Director of the Foreign Animal Disease Center, 

U. S. Department of Agriculture, and former Commander, U.S. Army Medical Research Institute for Infectious Diseases.  He noted that many state veterinary diagnostic laboratories have the capability to routinely identify BW threat agents, whereas many medical laboratories at the state and local level do not.  Tests for some of these agents already exist at veterinary labs, which have the capacity to examine whole animal specimens as well as environmental samples.  A coalition of about twenty state veterinary diagnostic labs has been established, an initiative that is growing but that can be sustained over time only with state or federal funding. Currently, there is an effort to develop a real-time animal disease syndromic reporting system at the level of the practitioner, with Louisiana and New Mexico as possible pilot states.

Dr. Roger Breeze, Associate Administrator of USDA’s Agricultural Research Service, stated that the most significant bio-terrorism threats to animals are foreign diseases that do not occur in the U.S.  Routine surveillance is not designed to detect any of these, and the reluctance of farmers to send in samples to laboratories is a real concern.  The network of state veterinary diagnostic labs discussed by Dr. Huxsoll involves voluntary submission by farmers and others of materials for investigation of often a single disease.  If farmers came to believe the federal government was probing these samples for a wider range of disease agents that had a regulatory consequence, it would probably end sample submissions to those labs.  Screening for pathogens that farmers are not looking for is a significant issue that must be addressed. Another important issue for surveillance is the need to maintain quality, usable samples over time, especially as new technologies emerge that allow retrospective analysis of samples looking for pathogens that simply was not possible twenty or thirty years ago.

During the afternoon portion of the workshop, attendees were divided into four working groups and asked to address three questions:

What are the core requirements for a national health surveillance system?

What are the key problems and obstacles that must be overcome to make progress?

What are the priority actions that should be taken in the near-term?


The group reported their findings in plenary session, followed by a general discussion.  A wide range of cross-cutting issues was discussed pertaining to the purpose and characteristics of a national surveillance system. There was general agreement on the following: 

· The system must be capable of detecting aberrations and anomalies that could indicate a bio-terror event.  This means it must be highly sensitive to meaningful changes in disease occurrence and reporting. 

· The system must integrate data on human, animal, and plant diseases and events that exist in multiple data sets and reporting mechanisms.   Standards need to be developed to govern data and the flow of data. 

· The system should be electronic, easy to use, and based on open information architectures with inherent flexibility.  It must provide for reasonably real-time feedback to those providing data.  

· The system needs to protect patient confidentiality in a way that multiple stakeholders are comfortable with.  

· There is a lot of existing capability to build upon. There should be Cabinet-level impetus behind development of a national disease surveillance system, and a federal agency should be in charge of its design and execution.  

Other key discussion points were as follows.   


Objectives.  Clarity on the objectives of a national surveillance system is critical.  The goal should be to take the best existing surveillance capabilities suited to the bio-terror threat, consolidate them as a single system under the management of a federal entity, and continuously improve that system. While providing a more robust means for addressing broader problems of emerging infectious disease and public health, any surveillance system will need to accomplish two major tasks in relation to bio-terror threats.  First, it must be able to help detect an event that is covert in nature.  Second, it must help characterize, monitor, and manage the event.  The surveillance system should indicate the distribution of cases, trends over time, the impact of interventions, and related factors associated with the burden of disease. 

Surveillance must be both “local” and “national.”  The process of designing and executing a national surveillance system should consider the views and inputs of actors at all levels. One way to approach this is through a systematic survey of existing capabilities, perhaps through a “users” conference.  The goal would be to distill “lessons learned” from experience with specific surveillance systems and identify those existing system elements holding the greatest promise for a national level capability. With inputs from local officials, the system is more likely to be organized from the outset in a way that provides information and insight that is helpful to all the various users, and thus more likely to gain initial “buy-in” and long-term acceptance.  It is also important to recognize that in implementing any system, surveillance will not be sustainable if those being asked to provide data (e.g., practitioners, labs, pharmacy chains) do not receive something useful in return for their reporting. Real-time feedback on data analysis would provide a strong incentive for participation.  Other incentives could include receiving continuing medical education credits.  


A national surveillance system, even as it builds on local capabilities, must have broad application that can provide coverage on a national level, developing common standards that will facilitate effective information flow.  In particular, it will be especially critical to define syndromes.  How much standardization is required is a critical question that should be answered early. 


A national surveillance system must have a cabinet-level entity responsible for its overall design, execution and coordination.  This entity will identify and designate useful elements of existing state and local systems, leverage other federal investments (e.g., in disaster preparedness), develop and promulgate standards, define an interagency division of labor for system maintenance and a supporting coordination mechanism, establish measures of progress and performance, and sustain momentum behind the effort. 


Access to multiple data sources is key.  The system must be functional against an evolving, uncertain threat and a less than predictable set of scenarios.  Achieving the necessary degree of flexibility in part means having access to multiple data sources, and a capability to rapidly focus in on those datasets most appropriate to the situation at hand.   A system that can look across data sets associated with individual patients, large patient populations, and other human, animal, and plant disease events will be inherently more flexible and robust.     


Open information architectures will maximize participation and effectiveness. Under any system, there should be some sort of shared data repository that can readily be accessed and provide the basis for more or less real-time information exchange.  Open, user-friendly channels of communication are critical to sharing the information and providing the feedback across jurisdictions and locations that facilitate the surveillance process and give participants a concrete stake in the system.  Comprehensive electronic connectivity is ideal, though this will take time and money to achieve. 


Syndromic surveillance, data mining, and rapid diagnostics.   Some workshop participants emphasized syndromic surveillance as the key feature of a national surveillance system, in the belief that a viable capability must be built on the generation of specific clinical data across the public health system. Other participants expressed skepticism regarding syndromic surveillance, precisely because it relies too heavily on overworked practitioners who must possess a degree of awareness that is probably not realistic. The alternative to syndromic surveillance is mining data that is collected for other purposes.  Data  mining is far less intrusive, but it is highly dependent on the quality of the available information.  The proponents of data mining acknowledge that much work needs to be done to improve the state of the art in health “informatics.”  A third perspective offered at the workshop suggested that rapid, early diagnostic capabilities were the key to early detection of BW events by the health system. The best way to ensure an early indicator of a rare, exotic infection is to simplify and shorten the clinical diagnostic process at the local level in a way that does not require a physician intensively trained in biological agents. 


The discussion underscored that all three methods of performing surveillance had great potential but also confronted significant challenges.   Investigating how these methods can be mutually supportive is a major task in determining how to direct investment and related efforts for the design of a national health surveillance system. 

Based on the workshop discussions, there are some near-term actions that can move ahead the process of developing a national health surveillance system:

· Assess in detail the advantages and disadvantages of the three types of surveillance methods discussed: syndromic, data mining, and rapid diagnostics.  Develop requirements and an approach for addressing the problems associated with each.  

· Identify and benchmark current surveillance programs, including the Laboratory Response Network for Bioterrorism, in both the public health and animal health communities.  Identify and promulgate lessons learned.  Use this as a point of departure for developing initial standards for syndromic definitions and informatics.

· Identify biological agents for which surveillance should be conducted.  Establish expert groups to determine thresholds for reporting on each agent.  

· Define the range of required medical and non-medical data sources.  For example, environmental health agencies may have useful data related to possible disease outbreaks, as might schools (i.e., absentee information) and insurance companies.   

