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Exhibit R-2, RDT&E Budget Item Justification: PB 2015 Defense Security Service Date: March 2014
Appropriation/Budget Activity
0400: Research, Development, Test & Evaluation, Defense-Wide / BA 7:
Operational Systems Development

R-1 Program Element (Number/Name)
PE 0305327V / Insider Threat

COST ($ in Millions) Prior
Years FY 2013 FY 2014

FY 2015
Base

FY 2015
OCO #

FY 2015
Total FY 2016 FY 2017 FY 2018 FY 2019

Cost To
Complete

Total
Cost

Total Program Element -   -   -   8.670 -   8.670 -   -   -   -   Continuing Continuing

0305327V: Insider Threat -   -   -   8.670 -   8.670 -   -   -   -   Continuing Continuing
# The FY 2015 OCO Request will be submitted at a later date.

A. Mission Description and Budget Item Justification
The Defense Security Service (DSS) oversees the protection of the nation's most critical technology and information assets, administers the National Industrial
Security Program (NISP) on behalf of the Department of Defense and 27 other Federal agencies.  In this capacity, DSS is responsible for providing security oversight,
counterintelligence coverage and support to almost 10,000 cleared companies (comprising over 13,500 + industrial facilities and about 1.2 million cleared contractors),
and accreditation of more than 14,000 classified information technology systems in the NISP.  DSS also serves as the functional manager responsible for the execution
and maintenance of DoD security training.

The Defense Security Service manages the National Industrial Security Program (NISP) to provide an effective, real-time, security support capability for the Military
Departments, DoD Agencies, the NISP, and other Federal Agencies.  In compliance with the Expanded Electronic Government, President’s Management Agenda, and
the DoD Enterprise Architecture Framework, NISP is the unified offering of security mission systems which facilitate and automate improved national investigative and
adjudicative standards, streamline security processes, and increase DoD community collaboration.

B. Program Change Summary ($ in Millions) FY 2013 FY 2014 FY 2015 Base FY 2015 OCO FY 2015 Total
Previous President's Budget -   -   -   -   -  
Current President's Budget -   -   8.670 -   8.670
Total Adjustments -   -   8.670 -   8.670

• Congressional General Reductions -   -  
• Congressional Directed Reductions -   -  
• Congressional Rescissions -   -  
• Congressional Adds -   -  
• Congressional Directed Transfers -   -  
• Reprogrammings -   -  
• SBIR/STTR Transfer -   -  
• New Mandated and Funded Requirement -   -   8.670 -   8.670
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Exhibit R-2A, RDT&E Project Justification: PB 2015 Defense Security Service Date: March 2014
Appropriation/Budget Activity
0400 / 7

R-1 Program Element (Number/Name)
PE 0305327V / Insider Threat

Project (Number/Name)
0305327V / Insider Threat

COST ($ in Millions) Prior
Years FY 2013 FY 2014

FY 2015
Base

FY 2015
OCO #

FY 2015
Total FY 2016 FY 2017 FY 2018 FY 2019

Cost To
Complete

Total
Cost

0305327V: Insider Threat -   -   -   8.670 -   8.670 -   -   -   -   Continuing Continuing

Quantity of RDT&E Articles -   -   -   -   -   -   -   -   -   -  
# The FY 2015 OCO Request will be submitted at a later date.

A. Mission Description and Budget Item Justification
National Industrial Security System (NISS, formerly known as Field Operations System (FOS).  The NISS will be the next generation enterprise capability, replacing
the Industrial Security Facility Database (ISFD).  Additionally, NISS will provide seamless integration of other DSS systems and applications, such as eFCL, OBMS,
DD-254, and Mobile Workforce Applications.  NISS will provide DSS with a comprehensive enhanced capability to manage its entire mission portfolio.  NISS will improve
information sharing and collaboration, providing timely and accurate data for decision-making in the hands of field representatives.  The system will provide agency-wide
metrics to measure and improve agency performance in providing security oversight and the protection of national security.

The National Contract Classification System (NCCS).  The Federal Acquisition Regulation (FAR) requires that a DD Form 254 be incorporated in each classified
contract, and the National Industrial Security Operating Manual (NISPOM)(4-103a) requires that a DD 254 be issued by the government with each Invitation for Bid,
Request for Proposal, or Request for Quote. The DD Form 254 provides to the contractor (or a subcontractor) the security requirements and the classification guidance
that would be necessary to perform on a classified contract. Contract Security Classification Specification required by DoD 5220.22-4, Industrial Security Regulation
and the National Industrial Security Program Operating Manual (NISPOM) is to develop a federated system for the oversight and management of providing classified
information access and guidance required for the performance on classified contracts. The DD 254, an underlying business processes, is critical to ensure access to our
Nation’s classified information is properly safeguarded.

B. Accomplishments/Planned Programs ($ in Millions) FY 2013 FY 2014 FY 2015
Title: Insider Threat
FY 2013 Accomplishments:
N/A
FY 2014 Plans:
N/A
FY 2015 Plans:
The continued development of the NISS and NCCS will further enhance the capabilities of the  Insider Threat program to deter,
detect and mitigate in the safeguarding of classified informtion in the hands of Industry from exploitation, compromise and or other
unauthorized disclosure.

-   -   8.670

Accomplishments/Planned Programs Subtotals -   -   8.670
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Exhibit R-2A, RDT&E Project Justification: PB 2015 Defense Security Service Date: March 2014
Appropriation/Budget Activity
0400 / 7

R-1 Program Element (Number/Name)
PE 0305327V / Insider Threat

Project (Number/Name)
0305327V / Insider Threat

C. Other Program Funding Summary ($ in Millions)
N/A

Remarks

D. Acquisition Strategy
N/A

E. Performance Metrics
TBD
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