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       APPENDIX D

          IPB FOR SPECIAL STAFF AND SUPPORT UNITS
IPB analysis and products for different units have special emphasis in their particular functional areas.  If the Corps/JTF Commander received a brief from each J2/G2 S2 the IPB briefed information should overlap and reveal the entire big picture of the Joint/Corps Commander’s mission that reflects their guidance and intent.

                                                                           (IPB briefs 

                                                                          No one’s brief will be the same.

INTRODUCTION

The products of IPB prepared by a division or corps G2/S2 will only partially satisfy the requirements of most other staff sections and subordinate units.  At the very least, these products must be refined to meet the particular needs of the staff or unit that will use them.  In many cases they will be supplemented by the user’s own IPB products (Figure D-1).
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This is especially true in the special staff sections and units outside the combat arms.  The particular needs of these elements require a slightly different focus in the application of the IPB process to their mission requirements.  Although the following lists are not all-inclusive, they provide examples in applying the IPB process to the needs of some of these units and staff sections.  They do not replace the considerations presented in the main chapters.  The following lists are intended as guides to areas on which to focus when applying the techniques of IPB to a particular functional area, friendly or threat.





   Figure D-1.  Functional Area integration of IPB products.

AIR DEFENSE

DEFINE THE BATTLEFIELD ENVIRONMENT 

The AO in AD operations focuses on the third dimension: the element of altitude.  As usual, this is an assigned responsibility to the commander as a geographic area for the conduct of operations.  Unlike “ground” AOs, the air AO often encompasses smaller areas that are not within the commander’s AO, such as “no-fire” areas.

Similarly, the air AOI most often consists of a set of scattered points rather than a contiguous area.  This is primarily due to the speed and range capabilities of modern aircraft.  Factors to consider in determining the locations of these points and the limits of the air AOI's are( 

· Location of tactical ballistic missiles.

· Location of threat airfields.

· Location of FAARPs.

· Location of aids to navigation.

· Range of capabilities of threat aircraft.

· Altitude capabilities of threat aircraft.

· Range capabilities of tactical ballistic missiles.

· Flight profiles of tactical ballistic missiles.

DESCRIBE THE BATTLEFIELD’S EFFECTS

This effort focuses on the effect of the battlefield on threat and friendly operations.  Specific considerations include( 

· Probable target installations or areas.  (Where are the threat’s likely targets located?)

· Likely air AAs.  (Do they provide ease of navigation?  Do they provide protection to the aircraft from radars and weapons?  Do they allow evasive maneuver?  Do they allow for the full use of aircraft speed?  Do they support ground force operations?)

· Likely LZs or DZs.  (Are they near likely objectives?  Do they provide concealment and cover to the delivered forces?  Do they allow easy aircraft ingress and egress?)

· Likely standoff attack orbits.

· LOS from proposed ADA weapon locations.

· Limiting and success-inducing effects of weather on air operations.

· Expected times on targets based on weather effects or light data.

EVALUATE THE THREAT

AD units and staffs focus on threats posed by – 

· UAVs.

· Missiles (cruise and ballistic).

· Fixed-wing aircraft.

· Rotary-wing aircraft.

· Airborne and air assault forces.

In addition to the broad range of OB factors and threat capabilities, AD staffs and units evaluate( 

· Flight operations tactics.

· Ordnance types and availability.

· Ordnance delivery techniques such as standoff ranges, release speeds and altitudes, and guidance systems.

· Technical capabilities of aircraft such as all-weather or night capability as well as maximum and minimum speeds, ceilings, range, payloads (in terms of ordnance, numbers and types of equipment, or passengers), and aerial refueling capability.

· Target selection priorities for air strikes or attack by air assaults.

· Air strikes allocation procedures.

· C3 procedures and techniques.

· Navigation capabilities.

· Threats to friendly ADA assets, including threat ground forces and EW assets.

DETERMINE THREAT COAs

The threat’s air activities will be a part of the overall operation.  Therefore, begin determining air COAs by acquiring the supported command’s basic IPB products, including situation templates.  Evaluate the general COAs they portray and determine how the threat might support them with air power.  Do not determine air COAs in isolation from the maneuver forces they support.

The employment flexibility of modern aircraft makes the determination of specific COAs extremely difficult.  Nevertheless, one should consider – 

· Likely locations of FAARPs.

· Likely timing of air strikes or air assault operations (best presented in a matrix format).

· Likely targets and objectives.  (Will the threat attempt destruction or neutralization?)

· Likely air corridors and air AAs.

· Strike package composition, flight profiles, and spacings in time and space, including altitudes (best presented in a matrix format).

· Where friendly AD assets fit into the threat COA.  (Do they need to be destroyed or suppressed to ensure the operation’s success?)

· Threat ground COAs that might require movement of friendly ADA assets.

ARTILLERY


DEFINE THE BATTLEFIELD ENVIRONMENT

The AO and AOI normally will be the same as those of the supported force.

DESCRIBE THE BATTLEFIELD’S EFFECT

Terrain

When evaluating the terrain’s effect on operations, consider( 

· Areas best suited to artillery deployments, such as( 

· Accessibility to ammunition carriers.

· Defilading and masking effects of terrain.

· Security from Levels I, II, and III rear area threats.

· Potential sites for target acquisition assets, both threat and friendly.  (Request or conduct LOS studies.)

· Effects of terrain on munitions effectiveness, such as soft sand, dense trees, or shallow bedrock.

· Areas suitable for delivery of special purpose munitions such as                artillery-delivered mines.

Weather

When conducting weather analysis, consider effects on target acquisition systems, target activity, and munition accuracy.

Other Characteristics

Consider factors that are associated with rear area operations.  See the sections on COUNTERINTELLIGENCE AND COUNTERRECONNAISSANCE and FORCE PROTECTION issues.

Evaluate the Threat

When describing the threat( 

· Refine standard threat models to focus on HVTs.

· Evaluate the threat’s ability to fight the counter-fire battle:

· Identify target acquisition assets; describe their normal deployment patterns and tactics.

· Describe the capability of each target acquisition system in terms of accuracy and timeliness.

· Identfiy the C4I systems that move target acquisition information to decisionmakers or weapon systems.  Describe it in terms of efficiency and timeliness.

· Describe the threat’s ability to locate and destroy friendly target acquisition assets.

· Use techniques associated with the rear battle to evaluate rear area threat to artillery units.  

Determine Threat COAs

Start with the threat COA models developed by the supported force.  Refine them to focus on( 

· HVTs.  (These will be further developed into HPTs during staff wargaming and the targeting process).

· Dispositions and activity of threat fire support.

· Rear area threats to units.  

Focus on threat COAs relevant to your commander, not the supported force commander.   The COAs you focus on should deal primarily with counter-fire against friendly assets, other aspects of force protection, and threat activities that will require your units to displace.

AVIATION

DEFINE THE BATTLEFIELD ENVIRONMENT

The air AOI includes( 

· All threat radars or AD weapons that can affect flight operations within the AO.  (Include threat airfields within range of the AO).

· Possible flight routes outside the AO.  These could support friendly forces, with coordination, or threat counter-air aviation assets.  

DEFINE THE BATTLEFIELD EFFECTS ON COAS



Terrain

When evaluating the terrain, identify(
· Potential battle positions.  Consider( 

· Potential engagement areas.

· “Danger areas” that optimize threat ADA system fields of fire.

· Areas that mask threat radar and AD systems. 

· Areas that provide good terrain background (ground clutter) effects.

· Terrain-shadowing effects. 

· Potential locations for LZs or PZs, FAARPs, and forward assembly areas.

· AAs.  Consider( 

· Obstacles to flight such as power lines, towers, or rapidly rising terrain features.

· Areas where birds gather.

· Contaminated areas or other manmade obstacles. 

· Areas that give threat AD systems distinct advantages in covering air AAs.

· Concealed and covered routes into potential battle positions.

· Routes that provide for ease of navigation.

· Potential safe areas for downed pilots (also evaluate infiltration corridors).

· Other effects on Army Aviation Command and Control planning.

[NOTE:  Pilots usually think in terms of feet of altitude and degree of slope (instead of meters and percentage).  Make the conversions for them.]


Weather

Focus on conditions that affect flight in general and aircraft systems in particular.  Do not overlook factors that affect target acquisition and night vision capabilities.  Consider – 

· Density altitude effects on performance and payload.

· Weather effects on threat AD systems.

· Effects of wind speed and turbulence will affect target acquisition.

· Weather effects on target acquisition systems (for example, laser or infrared).

·  Restricting effects of low ceilings in air AAs.

· Conditions that may cause “white out or “brown out” situations.

· Probability of icing.

· Precipitation effects on FAARP activities.

Other Characteristics

Consider any other aspects of the battlefield environment that may affect flight operations, such as( 

· Restrictions imposed by air space managers.

· High intensity radiation transmission areas.

Evaluate the Threat

In describing the threat, identify( 

· Units supported by ADA assets. 

· Types of ADA systems and their capabilities, such as( 

· Maximum and minimum ranges.

· Maximum and minimum engagement altitudes.

· Minimum engagement times.

· Type of fusing systems in use.

· Effectiveness against our countermeasures.

· Type radar associated with each system.

· Number of firing units per radar.

· Range capability of radar versus weapon system.

· Minimum altitude restrictions on radar.

· Ability of radar detectors to detect the radar.

· Other threats such as lasers or artillery fire zones.

· Artificial illumination effects on target acquisition and night vision devices.

· Target characteristics, such as(
· Normal deployment patterns in march or attack order.

· Capability to detect attacking aircraft.

· Typical reactions when attacked by aviation.

· HVTs within each formation.  

Determine Threat Courses of Action

Refine the higher command’s threat COA model. 

· Include ADA system range fans.

· Determine where radars or weapon systems are masked by terrain.

· Identify areas with least amount of ADA coverage.

· Identify likely threat air approaches to your engagement areas and battle positions.

· Develop situation templates for threat actions within the engagement area; include reactions to aviation attack.

· Identify threat units along flight paths; consider their reacions and develop the appropriate situation templates.

· Consider threat reactions to downed pilots. 

COUNTERINTELLIGENCE AND COUNTERRECONNAISSANCE

Refer to FM 34-60 for a full discussion of the MDCI analysis process.  

DEFINE THE BATTLEFIELD ENVIRONMENT

The AO normally remains the same as that of the supported unit.  Expand the AI to include the access of the opposing threat force to the intelligence assets of higher echelons.  For example, if a threat corps has reasonable access to space-based intelligence systems, then the AI should be expanded to include the appropriate or bits.  Also consider launch sites for aerial collection assets.

Activities or characteristics of interest are any which affect the threat’s access to human intelligence (HUMINT), imagery intelligence (IMINT), signals intelligence (SIGINT), and other collection capabilities.

DESCRIBE THE BATTLEFIELD’S EFFECTS

When describing the battlefield environment( 

· Identify the locations that best support collection coverage by threat collection systems.  Consider assets that are ground based (observation or equipment positions) and airborne (standoff positions or orbits).

· Identify approach routes for each type of system.  Consider the unique needs of each type.  For example, concealed and covered infiltration routes and LZs for R&S units, and high speed air AAs for airborne IMINT systems.

· Identify the areas within the AO that offer friendly forces concealment from threat collection systems.

· Identify populated areas that would facilitate special or clandestine HUMINT operations.

· Identify the friendly units, locations, and information vulnerable to collection through the threat capture of US prisoners of war.

· Determine the effect of weather upon collection systems.

· Identify political, legal, and moral constraints upon collection efforts.  For example, are their unique legal or religious circumstances that might inhibit collection operations?

· Identify the effect of local culture upon collection.  For example, HUMINT collection efforts might be ineffective against a closed, ethnically distinct community.

EVALUATE THE THREAT

When describing the threat(
·  Describe the threat MDMP.  Include descriptions of the threat counterparts to(
· The IPB process.

· The command estimate or MDMP, particularly wargaming.

· Techniques for selecting intelligence requirements.

· Collection planning and collection management.

· Asset reporting system.

· Intelligence processing architecture.

· Dissemination procedures.

· Estimate the standard lengths of the threat decision cycle for both anticipated and unanticipated decisions.  For example:  

· How long does it take the threat staff to plan and execute an entirely new mission?

· How long does it take the threat staff to plan and execute changes to the current mission?

· For a decision anticipated in wargaming, what is the length of time between acquisition of key indicators by collection assets until execution of that decision?

· How long would it take for an unanticipated decision?

· Identify the collection systems available to each threat unit.  Develop doctrinal templates and descriptions for the standard employment of these systems.  Rank each collection system in relative order of importance to standard threat operations.

DETERMINE THREAT COURSES OF ACTION

When determining threat COAs(
· Use the basic maneuver COA model as a start point to determine threat intelligence requirements.  What does the threat need to know to make the operation successful?  Where are the DPs?  When does the threat need to know this to make operational decisions?

· Estimate the threat’s intelligence requirements and attempt to recreate the threat’s version of the event temple and matrix (NAIs and indicators), and the threat’s collection plan.  (Which threat collection asset will collect against what NAI or indicator?)

· Develop products that show the employment of each collection system and the ensuing coverage.

· Depict range fans for each system.

· Describe the type activity that can be collected against within each range fan.

· Highlight the weaknesses of the overall threat collection plan.  For example, display any gaps in coverage, nonredundant coverage, single-source coverage, or collection coverage vulnerable to deception.

· Highlight the strengths of the threat collection plan.  Identify the coverage that is balanced (all-source), redundant, and less vulnerable to deception.

· Develop a friendly event template to support CI and counterreconaissance.  Identify location (NAIs) and activities (indicators) that will confirm or deny key elements of the assumptions you have made about the threat collection effort.

ELECTRONIC WARFARE

EW is a broad category, including(
· Electronic warfare support (ES).

· Electronic attack (EA).

· Electronic protections (EP).

Responsibilities for these various functions are shared among the G2’s intelligence and CI staffs, the G3’s EW and operations security (OPSEC) staffs, and signal and MI units supporting the command.  Each of these elements will conduct some or all the IPB required to support EW operations.

DEFINE THE BATTLEFIELD ENVIRONMENT

The AO is assigned by the higher command.  The AI must consider the electronic dimension.  Depending on echelon, it may include(
· Fixed ES or EA sites that support threat operations.

· Airfields that support ES or EA aircraft.

· Certain portions of the electro-magnetic spectrum (EMS) while excluding others.

DESCRIBE THE BATTLEFIELD EFFECTS

Terrain

Evaluate the terrain from two perspectives:

· How it enhances and supports communications and target acquisition.

· How it can be used to protect communications and target acquisition systems from exploitation or disruption. 

Evaluate the terrain's effects on both threat and friendly systems.  Consider(
· LOS characteristics of the terrain, including effects on both communications and noncommunications emitters.

· Vegetation and its effects on radio wave absorption and antenna height requirements.

· Locations of high power lines and their interference with radio waves.

· Large vertical objects, such as buildings or cliffs, that will influence radio waves.

· Effects of soil types on the electrical grounding of equipment.

Weather
Evaluate the effects of weather on both threat and friendly systems.  Consider:

· Effects of extreme weather conditions on sensitive electronic equipment.  (Do not overlook high humidity or large amounts of dust in this evaluation.)

· Electrical storms and other electromagnetic phenomenon.

· Effects of high winds or obscurants, such as precipitation or blowing dust, on antennas and LOS systems.

· Weather effects on flight operations of ES or EA aircraft.

Evaluate the Threat

Use the standard OB factors to structure your analysis.  Focus on—

· Types of communication equipment available.

· Types of non-communication emitters.

· Surveillance and target acquisition assets.

· Technological sophistication of the threat.

· C3 structure of the threat.

· Tactics, from a communications perspective, such as—

· Deploying their C3 assets.

· Remoting of communications systems.

· Flexibility, or lack of, in procedures.

· COMSEC discipline.

· OPSEC discipline.

· Reliance on active or passive surveillance systems.

· Electromagnetic profiles of each node.

· Unique spectrum signatures.

· Technical databases, such as—

· Signal operating instructions.

· Communications net structure.

· Frequency allocation techniques.

· Operating schedules.

· Station identification methods.
· Measurable characteristics of communications and noncommunications equipment.

Determine Threat Courses of Action: 

Use the supported command's situation templates as a starting point.  Refine them to include—

· Electromagnetic profiles.

· Reactions to EA at critical junctures in the battle.

· Threat use of ES and EA to support their own operations.

ENGINEER

DEFINE THE BATTLEFIELD ENVIRONMENT 

The AO and the AOI for an engineer unit are generally the same as that of the supported maneuver unit.

DESCRIBE THE BATTLEFIELD'S EFFECTS

Terrain
When evaluating the terrain's effects on engineer operations—

· Analyze the defensible terrain within each AA to determine locations which lend themselves to the use of obstacles.

· Further identify where the terrain lends itself to breaching operations at each location.  This includes concealed and covered routes towards the breach site and terrain that supports suppressing fire during the breaching operation.

· Analyze streams and rivers within the AO.  Focus on bridges, ford sites, and areas that lend themselves to river‑crossing operations.

· Identify other manmade or natural obstacles within the AO, such as railroad tracks with steep embankments.  Identify the effect of each obstacle upon the movement of different type units.  Further analyze the locations where these obstacles can be easily traversed or crossed.

Weather
When conducting weather analysis for engineer operations, determine—

· The visibility constraints for each obstacle system, particularly around areas likely to be breached.

· How weather affects the performance of each type of obstacle for the local terrain.  For example, how does recurring rain change the effectiveness of a standard antitank ditch in this particular soil type?

· How does weather affect trafficability?

· How does weather affect dust control?

· The effects of weather upon survivability positions.

· The effect of precipitation upon rivers and streams.  During winter, also estimate the degree to which each water source would be frozen and its subsequent load capacity.

Logistics Infrastructure of the Battlefield
When evaluating the logistics infrastructure of the battlefield—

· Identify local sources of potable water.

· Identify local sources of barrier material.

· Analyze the ability of the local road network to support anticipated traffic.  Are immediate repairs required?  How much maintenance will each road require to support sustained operations?

· Do local airfields require repairs or maintenance?

Economics
When considering economics, identify the engineer projects which would most help the local population if time permits.  Such projects are especially pertinent for nation assistance and counterinsurgency operations.  Projects could include building roads, school houses, power generation facilities, water sanitation, or other public buildings and services.

Treaties, Agreements, and Legal Restrictions
During peacekeeping and peacemaking operations, the unit should determine legal constraints for engineer operations.

EVALUATE THE THREAT

Threat Order of Battle
Your evaluation should include—

· Organization, equipment, and standard operations of threat engineer units.  Consider the capability to conduct the following types of operations:

· Mobility.

· Countermobility.

· Survivability.

· Obstacle placement.

· Breaching.

· Capabilities of engineer units measured in—

· Time required to lay each type of obstacle system.

· Time needed to breach obstacles.

· Time required to entrench a mechanized infantry company.

· Ability of engineers to bridge different size rivers and streams, and time. 

· Tactics that threat engineers employ while conducting each of the above operations.

· Ability of the threat's logistical system to sustain engineer operations.

· Capabilities of threat weapons to penetrate friendly survivability measures. 

· Include information on survivability techniques.  For example, threat use of chainlink fences to defeat high explosive antitank rounds and missiles.

· Engineer capabilities of threat infantry, armor, and other non‑engineer units.

Threat Models
Threat models should include—

· Schematic drawings of standard obstacle systems.

· Schematics of vehicle survivability positions.

· Standard threat employment of obstacle support to defensive systems.  Categorize each obstacle by its effect (disrupt, turn, fix, or block).

· Typical employment techniques for combined arms units during breaching operations.

· Typical employment of combined arms units during river‑ or gap‑crossing operations.

· Descriptions of mine warfare doctrine, marking systems, and standard patterns.
· Technical information on obstacle system material, mine fuses, delivery systems (such as air, artillery), and details of construction.

DETERMINE THREAT COURSES OF ACTION 

Threat COA Models
In order to develop situation templates for engineers, begin with the maneuver situation templates of the supported unit.  For each maneuver COA available to the threat, develop multiple engineer COAs that include—

· An estimate of the engineer status of each threat COA for the defense.  This should be measured in the percentage of combat vehicles with entrenched primary, alternate, supplementary, and deception positions; and the likely extent of obstacle systems.

· Likely locations and extent of obstacle systems required to support each defense system.  Categorize the systems by effect (disrupt, turn, fix, or block).

· An estimate of the mobility support for each threat COA for the offense.  This should be measured in the breaching and fording capabilities of both the maneuver and the supporting engineer detachments. 

Event Template
When using event templates—

· Attempt to use the same NAI system established by the supported unit.  The advantage of this technique is that the supported S2 can easily add one indicator or specific order or request (SOR) to collection assets that are already being deployed.

· If necessary, establish separate NAIs to support the execution of engineer operations.

Decision Support
DPs for engineer units should focus on decisions such as—

· Forward deployment of breaching teams.

· The employment of artillery scatterable mines.

· Shifting the priority of engineer missions (for example, mobility to counter‑mobility).

· Redirecting DS or GS engineer assets.

· Closing lanes in obstacle systems (to support battle hand over during a rearward passage of lines).

· Forward deployment of obstacle teams to close breaches between the first and second echelons.

INTELLIGENCE

Intelligence units perform a wide variety of missions.  For considerations that apply to some of these functions, see relevant sections throughout this chapter.  For example: 

· For aerial exploitation assets, including UAVs, refer to the section on Aviation.

· For units involved in EW, refer to the section on Electronic Warfare.

· For units that operate in the rear area, refer to the sections on COUNTERINTELLIGENCE AND COUNTERRECONNAISSANCE and REAR AREA AND COMBAT SERVICE SUPPORT.

DEFINE THE BATTLEFIELD ENVIRONMENT 

As usual, the AO is assigned by the higher command.  The AI must consider the electronic dimension.  Depending on echelon, it may include—

· Fixed ES or EA sites that support threat operations.

· Airfields that support ES or EA aircraft.

DESCRIBE THE BATTLEFIELD'S EFFECTS

Terrain
Evaluate the terrain from two perspectives:

· How it enhances and supports communications and target acquisition.

· How it can be used to protect communications and target acquisition systems from exploitation or disruption.

Evaluate the terrain's effects on both threat and friendly systems.  Consider(
· LOS characteristics of the terrain, to include both communications and non-communication emitters.

· Vegetation and its effects on radio wave absorption and antenna height requirements.

· Locations of high power lines and their interference with radio waves.

· Large vertical objects, such as buildings or cliffs, that will influence radio waves.

· Effects of soil types on the electrical grounding of equipment.

· Areas best suited to deployment of your systems, such as—

· Accessibility.

· Defilading and masking effects of terrain.

· Security from Levels I, II, and III rear area threats.

Weather
Evaluate weather effects on both threat and friendly systems.  Consider(
· Effects of extreme weather conditions on sensitive electronic equipment.  Do not overlook high humidity or large amounts of dust in this evaluation.

· Electrical storms and other electromagnetic phenomena.

· Effects of high winds or obscurants, such as precipitation or blowing dust, on antennas and LOS systems.

· Weather effects on flight operations of your collection aircraft.

Evaluate the Threat 

Use the standard OB factors to structure your analysis.  Focus on how the threat (targets) will appear to your collection systems.

· Use the techniques detailed in the ELECTRONIC WARFARE section.

· Identify signature items of equipment that are easily identified by your collection assets.

· Identify the threat's normal operational and communication security procedures.

· Identify systems that are direct threats to your collectors.

· Describe the threat's ability to locate and destroy your assets.

· Use techniques associated with the rear battle to evaluate rear area threat to your assets.  See the sections on COUNTERINTELLIGENCE AND COUNTERRECONNAISSANCE and REAR AREA AND COMBAT SERVICE SUPPORT.

DETERMINE THREAT COAS 

Start with the threat COA models developed by the supported force.  Refine them to focus on—

· The targets of your collection operations.  Use the techniques described in the ELECTRONIC WARFARE section.

· Dispositions of threat target acquisition assets.

· Rear area threats to your units.  Use the techniques discussed in the sections on COUNTERINTELLIGENCE AND COUNTERRECONNAISSANCE and REAR AREA AND COMBAT SERVICE SUPPORT.

· Focus on threat COAs relevant to your commander, not the supported force commander.  These COAs should deal primarily with collection operations, force preservation, and activities that will require your units to displace.  The supported command's intelligence officer (G2 or S2) develops COAs relevant to the needs of the supported force commander.

NUCLEAR, BIOLOGICAL, AND CHEMICAL

Chemical units perform decontamination, obscurant, and NBC reconnaissance missions.  NBC staffs are interested in both friendly and threat capabilities to employ nuclear weapons and obscurants, friendly and threat vulnerability to nuclear weapons, and friendly vulnerability to chemical and biological weapons.

DEFINE THE BATTLEFIELD ENVIRONMENT 

The AO will normally be the same as that of the supported force.  The NBC AI includes—

· All threat missile and artillery weapons that can deliver NBC weapons into the AO.

· All threat aircraft capable of delivering NBC weapons into the AO.

DESCRIBE THE BATTLEFIELD'S EFFECTS

Terrain
When evaluating the terrain's effects on NBC operations—

· Identify critical terrain features (for example, defiles, choke points, rivers, key terrain).

· Analyze the AAs and mobility corridors developed by the G2/S2 for areas of vulnerability to NBC weapons or areas that are especially suitable for the use of obscurants.

Weather
When conducting weather analysis for NBC operations, identify critical weather information needed to determine the effects of weather on NBC weapons or obscurants.  Refer to FM 3‑6 for more information.

LOGISTICS INFRASTRUCTURE OF THE BATTLEFIELD
When evaluating the infrastructure of the battlefield, identify local sources of water suitable for decontamination operations.  Consider natural and industrial or civic sources.

EVALUATE THE THREAT

In addition to the broad range of OB factors and threat capabilities, NBC staffs evaluate—

· Threat capabilities to employ NBC weapons and obscurants.

· Types of delivery systems, including minimum and maximum ranges.

· Threat NBC weapons employment doctrine and TTP.  Determine if NBC weapon employment is terrain oriented, force oriented, or a combination of both.  Pay particular attention to recent operations.

· Threat NBC protection capabilities.

· Indicators of preparations to employ NBC weapons.

DETERMINE THREAT COURSES OF ACTION

Refine the supported unit's threat COA models to focus on the above considerations listed under Evaluate the Threat.

Evaluate the threat COA models to identify—

· Likely areas of ground force penetration of forward lines (a suitable NBC target).

· Friendly assets the threat is likely to consider HPTs for engagement by NBC weapons as part of the COA.

· Existing contaminated areas that may indicate the COA adopted by the threat.

SIGNAL

DEFINE THE BATTLEFIELD ENVIRONMENT

The AO is the same as that of the supported unit.  The AI must include—

· Required links with higher and adjacent commands.

· Threat jamming assets capable of affecting communication.

· Threat SIGINT collection assets that may target your systems or customers.

DESCRIBE THE BATTLEFIELD'S EFFECTS
Terrain
When evaluating the terrain's effects on signal operations—

· Evaluate location of customers and communication density.

· Evaluate best LOSs for required communication links.

· Identify locations that provide LOS defilade from potential threat collection or jamming systems.

· Identify site access and escape routes.

· Evaluate sites for tenability.

Weather
When conducting weather analysis for signal operations—

· Evaluate effects of forecasted weather on frequencies.  Identify optimal frequencies for use.

· Identify potential communication degradation caused by high winds (antenna wobble) or precipitation.

· Evaluate weather effects on site access or tenability.

Other Factors
In signal operations, consider(
· Frequency deconfliction.

· HN frequency restrictions.

· Any HN or local restrictions on terrain use.

EVALUATE THE THREAT

Evaluate the capabilities of the threat to disrupt or intercept communications.  In particular, identify—

· Ability to locate or intercept your systems.

· Targeting accuracies of collection systems.

· Speed with which the threat can collect, process, and then target communication sites.

· EA effectiveness (equipment and techniques).

· Ability to link collection systems to indirect fire assets.

· Range capabilities of supporting indirect fire systems.

· Ability to conduct deep strikes or operations.

· Threat models, to include—

· Deployment patterns and tactics of SIGINT collection systems.

· Deployment patterns and tactics of EA assets.

· Deployment patterns, tactics, and range capabilities of long‑range indirect fire systems.

· Techniques of intrusion or electronic deception.

DETERMINE THREAT COURSES OF ACTION 

Use the supported unit's threat COA models as a base.  Refine and supplement these to include the considerations discussed above under Evaluate the Threat.

· Evaluate the supported unit's threat COA to identify—

· Direct threats to communication due to the expected flow of battle (over‑running of sites).

· Probability of Levels I, II, or III rear area threats.

· Potential requirements to move sites or replace destroyed sites.

SPECIAL OPERATIONS

DEFINE THE BATTLEFIELD ENVIRONMENT

The AO is normally assigned by a higher command.  The AOI extends from home base, through operational bases, into the Joint Special Operations Area, to the TAI.  It can also include—

· Infiltration and exfiltration routes and corridors.

· Areas or countries that provide military, political, economic, psychological, or social aid to the target forces or threats to the mission.

· The air AOI, which is the same as for other aviation units.

· PSYOP AOIs which are tied to the target population and may include entire countries.

DESCRIBE THE BATTLEFIELD'S EFFECTS

Terrain
When evaluating the terrain's effects on special operations—

· Include all potential zones of entry and infiltration corridors.  Do not overlook waterborne access routes or rooftop zones of entry.

· Identify sources of food and potable water.

· Evaluate slopes as obstacles to fast rope assault operations.

· Identify ultra‑low level flight corridors.

Weather
Pay particular attention to the weather's effects on infiltration and exfiltration operations.  Consider—

· Effects on airborne operations (surface and altitude winds).

· Effects on ultra‑low level flight.

· Effects of tides and sea conditions on waterborne operations.

Other Characteristics
Other characteristics to consider are—

· Conduct "factor analysis" to evaluate—

· Density and distribution of population groups.

· Composite groups based on political behavior and the strengths of each.

· Issues motivating political, economic, social, or military behaviors of groups.

· Evaluate economic infrastructure.

· Identify economic programs which can cause desired changes in population behavior.

· Evaluate the formal and informal political structure of the government.

· Identify legal and illegal political parties.

· Identify nonparty political organizations and special interest groups.

· Evaluate the independence of the judiciary.

· Evaluate the independence of the mass media.

· Evaluate the administrative competence of the bureaucracy.

· Identify the origin of the incumbent government.

· Evaluate the history of political violence in the country.

Evaluate the Threat

Identify external support to the threat.  Consider the probability of military intervention by third‑party nations.

· Identify the threat's desired end state.

· Evaluate the groups and subgroups supporting the threat.

· Identify discord within the threat.

· Identify any groups that may have been mislead about the threat's desired end state.

· Evaluate organizational structures or patterns within the threat.

Determine Threat Courses of Action 

Identify the threat's likely responses to special operations, to include—

· Political.

· Social.

· Military.

REAR AREA AND COMBAT SERVICE SUPPORT
The difference between rear area IPB and IPB for a CSS unit is one of scope.  For example, a division rear command post (CP) is responsible for the area between the rear boundaries of the maneuver brigades and the division's rear boundary.  The rear CP will identify, analyze, and wargame Levels I, II, and III threats.

In contrast, a medical unit is responsible only for that small piece of terrain which the division support command has allocated to it.  Within its assigned area, the staff will usually identify, analyze, and wargame only Level I threats.

Furthermore, the rear CP is exclusively concerned with the rear area.  CSS units, however, will also analyze the threat to their personnel and equipment while they conduct operations in the main battle area (MBA).

Military Police apply many of the TTPs of the IPB process during the planning and execution of battlefield circulation control, area security, and law and order operations.  As a response force, Military Police units actively detect and destroy Level II threats and support rear echelon operations in the detection, delay, and defeat of Level III threats.

DEFINE THE BATTLEFIELD ENVIRONMENT 

The supported maneuver unit will designate the unit rear AO and appropriate AO for CSS units.  The Military Police AO will usually be the same as that of the supported unit.  The AOI must incorporate—

· Airfields and air AAs for threat air assault, airborne, and air interdiction forces.

· Locations of threat artillery units capable of delivering NBC rounds.

· Operational reserves capable of penetrating the MBA.

· Insurgent forces that are capable of operating within the rear area or that can affect CSS operations in the MBA.

· Terrorist organizations that can attack the rear area or otherwise interfere with CSS operations.

· Hostile forces that could affect CSS units moving forward in the offense.

DESCRIBE THE BATTLEFIELD'S EFFECTS

Terrain
When evaluating the terrain's effects on other service and support units—

· Identify terrain that can support CSS operations.  Consider urban terrain, particularly warehouses with access to transportation facilities.

· Identify ground AAs that can affect CSS operations.  Consider AAs for bypassed, or stay behind, threat units that might interfere with CSS units moving forward in the offense.

· Identify air AAs, LZs, and DZs.

· Identify infiltration lanes that can support the movement of insurgents, light infantry, or UW units.  Identify terrain that can support hide positions for these type forces.

· Identify likely ambush locations along main supply routes.

Weather
Identify the effects of weather upon CSS operations, such as—

· How will rains affect unimproved roads?  How will snow or ice affect paved roads?

· How will temperature affect the life of batteries, medical supplies, Class I, other?

· How will weather affect the supported unit?  Will dust storms require special considerations for maintenance?  How will temperature influence patients in medical units?

· Identify the effects of weather upon forces hostile to CSS operations.  For example, how will visibility conditions affect infiltrating forces?

Other Characteristics
Demographics.  Identify population groups that are sympathetic, neutral, and hostile to US operations.  For example:

· Which individuals and equipment might be productively employed for friendly CSS operations?

· Which individuals or population groups might support threat UW, insurgent, or terrorist activities?

Logistics Infrastructure of the Battlefield.  Identify—

· Sources of potable and nonpotable water.

· Local communication systems (categorize by degree of OPSEC allowed).

· Local transportation means and systems.

· Local sources for all classes of supply.

· Location, type, and status of power production facilities (for example, hydro‑electric, nuclear).

Economics.  If the mission permits or requires, projects to support the local population should be identified such as—

· Medical assistance programs.

· Food distribution.

· Transportation, shelter, and care of displaced persons.

· Treaties, agreements, and legal restrictions that might regulate the relationship between CSS activities and local businesses and organizations.

EVALUATE THE THREAT
Threat OB

In threat OB, include(
· Regular threat formations, particularly reserves or second echelon units that might penetrate main defenses or conduct counterattacks through CSS areas.

· Detailed files on air assault, airborne, UW, and light infantry forces.  Include their means of infiltration—air, ground, and sea.

· Insurgent and partisan forces.

· Terrorist organizations.

Threat Model

In threat models, include(
· Pursuit and exploitation procedures for conventional forces.

· Air assault, airborne, and light infantry techniques for deep attack.

· UW techniques for deep operations.

· Standard procedures for insurgent raids and ambushes.

· Typical procedures for terrorist attacks.

DETERMINE THREAT COAs 

Threat COA Models

Start with the maneuver COAs developed by the supported unit.  For each maneuver COA available to the threat, the analyst should develop multiple CSS COAs that include—

· Likely areas of penetration for ground forces.

· Likely objectives in the rear area that will facilitate the threat main attack or defense.

· The HVTs and HPTs that the threat will identify to support their concepts of operations.  This could be either key terrain in the rear area or specified CSS activities themselves.

· Situation templates for air assaults and airborne operations.  Ensure you identify complete COAs—air avenues to LZs and DZs, infiltration lanes to the objective, and exfiltration lanes.

· Insurgent or partisan COAs.  Complete COAs should include their assembly in hide areas, movement through infiltration lanes, actions on the objective, and exfiltration.  

· Terrorist COAs. 

Event Template
· The rear CP of the supported unit should establish NAIs for Levels I, II, and III rear area threats.

· The individual CSS units should establish NAIs for Levels I and II threats against their specific areas.

Decision Support for the Rear CP.  Focus on decisions such as—

· Request for commitment of the Level III tactical combat force.

· Commitment of Level II response forces.

· Request for fire support to preplanned TAIs.

Decision Support for CSS Units.  Focus on decisions such as—

· "Pushing forward" support packages that the supported unit will require given anticipated operations.

· Request for commitment of Level II response forces or the Level III tactical combat force.

· Commitment of the local quick reaction force for the base or base cluster.

· Request for fire support to preplanned TAIs.

· "Jumping" to a new location.
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