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CHAPTER 6

ISR PLANNING & COLLECTION MANAGEMENT

Intelligence, Surveillance, and Reconnaissance (ISR) and Counter-reconnaissance are the lifeblood of brigade operations.  It is through aggressive and thorough ISR that the commander receives most of his intelligence and combat information.  The most critical factors in ISR operations are time and an integrated staff planning effort.  Brigade, and battalion S2s must do everything they can to maximize the time available to ISR assets and units for planning, preparation, and execution of their mission.

ISR and Counter-reconnaissance are two separate missions although ISR assets usually support the Counter-reconnaissance mission.  An aggressive Counter-reconnaissance effort requires a detailed IPB effort, active integration of key staff members (e.g. S2, S3, FSO, etc.), and situation development in support of the Counter-reconnaissance unit.  For more detailed information on these two subjects refer to FM 34-2-1, TTP for R&S and Counter-reconnaissance.  

SECTION I - MISSION

6-1 The Mission of the ISR planner is to totally integrate the ISR planning process into unit operations and to provide the commander with the necessary intelligence and combat information to fight and win.

SECTION II  - EXECUTIONtc " 
RECONNAISSANCE AND SURVEILLANCE  PLANNING" \l 3
6-2.   ISR planning requires the detailed knowledge and management of assets and requirements. Although the S3 is the proponent for ISR operations, the S2 is a critical player in the ISR planning process.  The objective of ISR planning is to collect information about the threat that will help the commander make the right decisions and win.  The brigade and battalion S2s are critical to the ISR effort because they are the threat, terrain, weather, and ISR asset expert for the commander.  Each staff member brings critical expertise and perspective in planning the ISR operation.

ISR PLANNING

6-3.  In order to plan and focus the ISR effort the S2 must understand the unit’s mission, the commander’s guidance, and the commander’s intent.  From this point, the S2 dynamically executes the six steps of the collection management process throughout the duration of the operation.  However, at the brigade level, the process is less formal and the S2 section and DS MI company produce fewer products than intelligence sections at higher echelons.  The ISR planning process includes:

· Developing requirements.

· Developing the ISR plan.

· Tasking or requesting collection (through the S3 who maintains tasking authority). 

· Dissemination.

· Report evaluation.

· Updating the ISR plan.

FUNDAMENTALS FOR SUCCESS

6-4.  Successful ISR operations need to follow several basic principles to include:

· Start early.  The earlier that ISR assets begin their operations, the more time they have to collect information.  Early dissemination of combat information saves lives--“time is blood.”

· Focus the ISR plan as an integrated staff effort.  Ensure ISR assets know the composition, when, and where to expect the threat.  Additionally, address all key operational systems to ensure that the ISR effort is successful.

· Build an ISR team and select the right assets for the job.  A ISR team should include the S2, the Sensor unit commander, a S3 planner, a member of the FSE, a ADA representative, the chemical officer, an engineer representative, and if available the Air Liaison officer (ALO), aviation LNO, civil affairs representative, etc.  By building a team, each element understands the importance of their part of the ISR effort and the capabilities and limitations of each asset.

· Depth and redundancy are key.  ISR in depth improves the chance that you can effectively acquire, track, and/or target threat assets.  Whenever possible use more than one asset to cover an NAI.

· ISR assets cannot always be active (i.e. running 24 hours a day).  You need to direct the timeframe they should remain active. 

· Do not overtask assets.  Spreading an asset too thin will cause the collection effort to suffer.

· Use all assets available.  Whenever possible, request collection coverage from higher echelons.  Learn all of the capabilities of organic assets.  Any soldier including drivers on logistical runs, military police, and maintenance personnel can provide critical information. 

· Apply the KISS principle.  A simple, fundamentally sound, and integrated plan works.

· Continually monitor the execution of the plan.  Ensure that the ISR assets are at the correct location and can provide the coverage they are tasked to provide.  Ensure that your assets are reporting and that what they report is accurate.

REQUIREMENTS MANAGEMENT

6-5. After reviewing the brigade commander’s order and wargaming results, the S2 will start to identify critical information about the threat to ensure that unit’s success.  The ISR plan will coordinate the efforts of all available resources into one collection effort.  Either the commander will state or the S2 will recommend key questions that must be answered as priority intelligence requirements (PIR).  PIR should ask a single specific question and tied to decision points on the battlefield.  

6-6. Other threat information that is important but not critical to the commander’s decisions become information requirements (IR).  The PIR and IR provide the initial focus of the ISR plan.  The S2 uses the PIR, IR, and his knowledge of threat doctrine to identify indicators.  The S2 further refines these indicators to develop specific information requirements (SIR).  The subordinate units S2s will receive tasked SIRs from the brigade order.  Therefore, the ISR plan is an integrated plan to collect on these SIR that help answer PIR and IR.

ALLOCATING RESOURCES 

6-7. The S2 must know his unit’s task organization.  He must also understand what assets are available and their capabilities and limitations.  Finally, the S2 must know the collection plan of the brigade, ARFOR, and joint echelons, which may provide a redundant or additional capability that helps him answer one or more SIR.  Specific ISR assets are tasked to collect SIR in the form of specific orders and requests (SOR).  SOR are tailored to that specific ISR asset’s capabilities and limitations.  This process is how the S2 and S3 are able to focus the ISR effort.  

6-8. S2s and S3s include the ISR taskings in paragraph three of the base OPORD, as well as in Annex B (Intelligence), and in the R&S plan.  This brings collection taskings, which are specified tasks from the higher headquarters, to the attention of staffs and commanders.  The level of detail included in these taskings within paragraph three varies, but either of the following types of task statements will work:

· "TF 1-14 IN observes NAI 100 NLT 090600AUG 2005 in order to report the presence of threat SA-14 launchers or SA-14 missile caches.

· "TF 1-14IN observes NAI 100 in accordance with Appendix 1 (R&S) to Annex B (Intelligence)."

6-9. As SIR--and subsequently PIR and IR--are answered, the S2 and S3 update the plan and refocus assets to answer other or new SIR, within the constraints of METT-TC.  Simultaneously, the higher headquarters is going through the same process and may answer subordinate unit PIR, IR, and/or SIR.  Thus, the ISR process is inextricably tied to higher headquarters ISR process.  Therefore, the S2 must update the ISR plan in a dynamic environment.

THE ISR PLAN  

6-10. The components that represent the ISR plan include the R&S overlay and the R&S tasking matrix, urban overlay, the collection plan and overlay, the ISM, the maneuver synch matrix, and the DST.  The R&S overlay is a graphic representation of the R&S plan while the R&S matrix provides a text explanation of certain parts of the R&S plan.  This matrix helps the commander and S2 to track R&S assets.  It and the collection plan show the NAIs that have redundant coverage.  Both allow the S2 to cue assets providing the best possible coverage.  Additionally, they show:

· The assets tasked to cover each NAI. 

· What the priority of collection is during each phase of the battle.

· When assets are active.

· Coordinating instructions for each asset and SIR.

· Gaps in the ISR plan and areas where the unit may be vulnerable to threat reconnaissance. 

The marginal data will contain instructions for the collection assets, in addition to the overlay administrative data.  Once a PIR, IR, or SIR is answered, the S2 should consider repositioning the asset based on initial or dynamic planning.

MDMP CONSIDERATIONS

6-11. ISR planning follows the normal Military Decision Making Process (MDMP) 
MISSION ANALYSIS

6-12. Mission analysis must identify the tasks of the unit's ISR effort.  These objectives are based on requirements developed from the--

· Commander’s guidance.

· PIR and IR

· IPB process.

· Targeting process.

· Refined after the Wargame process (Recon pull).

· Taskings from higher.

· Requests from subordinate units.

Identify the ISR Tasks.  

6-13. The staff may determine that an RFI (to higher headquarters) will answer some of the requirements.  Any PIR that is not satisfied by an RFI becomes an ISR task.  Often the staff will discover that the number of valid ISR tasks outnumbers the available assets to cover them.  When this happens, the staff must return to the factors in the paragraph above to identify the most critical requirements and allocate the unit's available assets against them.  There will never be enough ISR assets to satisfy all of your possible requirements.  This fact leads to the next consideration.

Identify Available ISR Units.  

6-14. The staff identifies the subunit(s) available to execute the unit’s ISR effort and their current and projected status.  This effort requires that the ISR planners bring several key pieces of information to the ISR planning session:

· When ISR units will fall under the unit's Task Organization

· Are the units in position to collect now?  If not, when will they be in position to collect?

· What are the unit's capabilities and limitations?

· Are there any special support, communications, or language requirements for the units?  For example, IEW systems detached for prolonged periods to battalion task forces may be beyond the range of IEW maintenance assets when their equipment breaks down.  Similarly, allied nation collection assets may require liaison support for communications and translation/interpretation in order to get the collected information back to the supported headquarters.

· Planners must remember that reconnaissance is a mission, not a unit.  This means that any asset on the battlefield with the capability to observe is a potential collector and not just a dedicated reconnaissance or collection system.

Identify Available Equipment.  

6-15. The staff identifies the equipment available in a fully mission capable status that ISR assets will use to accomplish each ISR task.  The staff must also project equipment availability for the period when collection is requested.  For example, UAVs can only provide 24 hour support for short, surge periods.  Also, if a system is degraded now because of maintenance problems or personnel shortages, the staff must attempt to determine when that system will return to a fully mission capable status.

Identify the R&S Area of Operations. 

6-16. The staff identifies the area in which ISR assets will operate, either by specified control measures (such as limits of advance or CFLs) or an implied area (by the location of ISR objectives).  An important point to remember is that a unit may not place ISR assets outside its AO as defined by its higher headquarters without permission from either the higher headquarters, or the adjacent unit responsible for that battle space.  This is important since a unit will likely identify valid NAIs, which fall, in its area of interest (AI), but outside of its AO.

Validate the ISR Tasks.

6-17. The staff conducts quick analysis to validate the ISR tasks along with changes caused by subsequent guidance from the commander.  These updated tasks become subordinate unit tasks in a FRAGO or OPORD.  The task analysis process: determining specified, implied, and essential ISR tasks and identifying limitations and constraints, is described in FM 101-5.  Doctrinal reconnaissance missions for units are assigned as reconnaissance-in-asset or zone, area, route, or asset-oriented reconnaissance missions.  These missions are discussed in detail in FM 100-40.

ISR IN COURSE OF ACTION (COA) DEVELOPMENT  

6-18. The staff identifies the assets required to accomplish each ISR task.  The number and type of elements involved will be based on the number, type, location, and sequencing of ISR tasks.  Some tasks will require constant surveillance while other tasks will require time-phased surveillance (i.e. surveillance during only a portion of the operation).  Some ISR assets may be able to accomplish several ISR tasks.  As an example, mounted scouts may be able to cover several NAIs along their route to their ultimate observation point (OP) if the specific tasking associated with the NAIs will allow the scouts to confirm or deny the information requested quickly, and without being compromised.

Type of reconnaissance mission.  

6-19. There are different aspects to each type of reconnaissance.  For example, a unit conducting a route reconnaissance will probably require a different task organization than a unit conducting a reconnaissance-in-force. The staff must decide whether each element of the ISR asset will infiltrate or penetrate the threat security asset.  This decision is largely based on the strength, composition, and disposition of the threat counter-reconnaissance effort.  Infiltration dictates stealthy elements and techniques while a penetration requires the correct asset ratio.

Identify Required Equipment. 

6-20. Each ISR task requires specific equipment based on the following:

· The proximity of the ISR asset to the objective and the assets observation range.

· Environmental conditions like the impact of severe weather or night.

· The threat asset’s signatures like heat, special equipment, or a unique employment pattern.

Validate the ISR Scheme.  

6-21. The ISR plan for each friendly COA ensures all ISR tasks are addressed by elements of the ISR asset that can provide the required information.  As an integrated staff scheme each ISR asset is in the right place, with the right equipment, at the right time and fully supported by each operating system (e.g. with detailed fire support, communications, and casualty evacuation plans, etc.). 

6-22. The ISR plan for each friendly COA deploys assets in depth to ensure contact is not lost with the threat while the threat moves.  In developing the ISR plan for each friendly COA, the staff answers the following questions:

· Are all PIR, IR, HPT, and SIR addressed as ISR objectives or RFI?

· What role do other operating systems and other considerations play in the ISR scheme?

· Mobility/countermobility

· CSS

· Deception

· OPSEC

· How does this ISR COA--

· Maintain focus on the ISR effort?

· Gain and maintain contact with threat units?

· Provide early warning?

· How do we ensure that ISR operations are initially the brigade main effort?

· What is the ISR asset's relationship with the security asset?

· How far forward will the asset conduct ISR?  Is there a asset in front of us and if so what are the applicable control measures?

· How are fire support, air defense, and casualty evacuation integrated into this ISR COA?

Determine Task Organization and Command and Control Relationships.  

6-23. Once the ISR asset and its associated equipment are determined, it must be task organized to accomplish the ISR COA in the most efficient manner.  ISR operations often take place over long distances and periods where communications are subject to difficulties and/or attack.  The communications plan requires careful attention to the use of retransmission teams and redundant systems.

Identify Control Measures.

6-24. While ISR operations require the same positive control measures as any other operation, some control measures require special emphasis:

· Limit of Advance (LOA).  This measure identifies the forward edge of the ISR battlespace and is usually associated with a CFL or FSCL.

· Battle Handover Line (BHL).  ISR assets operate throughout the unit's AO and the staff must be able to dynamically coordinate the handover of threat units to other ISR assets, possibly even assets from other echelons or adjacent units.

· TF Forward Boundary.  In brigade operations there is often a need to identify a brigade zone forward of the subordinate maneuver task assets.

Determine CSS Requirements.  

6-25. CSS support for the ISR effort is critical but has remained a recurring deficiency at the CTCs.  Some key areas to address include:

· Resupply:  How often, by whom, where, how?

· Casualty Evacuation: By whom, how?

· Reconstitution:  Who will reconstitute ISR assets, are these assets a high priority, and how will they be reconstituted?

THE WARGAME

6-26. Key Events to wargame finalizing the ISR plan include:

· Infiltration or penetration of the threat counter-reconnaissance assets.

· Insertion/extraction methods.

· Backup communications plan.

· Casualty evacuation operations.

· Change in ISR objective(s) based on new information.

· Handover of threat units leaving the ISR assets line of sight or AO.

ORDERS

6-27. As with any tactical combat operation, there are three basic methods for directing ISR assets: warning orders (WARNO), operations orders (OPORD), and fragmentary orders (FRAGO).

ISR WARNING ORDER (WARNO)

6-28. When the unit receives a new mission one of the first actions the staff must take is to disseminate a WARNO to subordinate units.  Either this WARNO must include sufficient information for ISR assets to begin their troop leading procedures or a separate WARNO must be issued that accomplishes this function. 

ISR OPERATIONS ORDER

6-29. The order is a six-paragraph combat order issued to all ISR assets.  It is issued as quickly as possible after receiving commander's guidance for the operation.  The commander’s guidance provides the staff enough information to start the process.  As more information is available during the remainder of the planning process, the staff should disseminate additional instructions and information in ISR FRAGOs.  Waiting until the unit’s 'base order' is complete before issuing detailed instructions to ISR assets denies them the time required to initiate movement, conduct rehearsals, and execute ISR tasks.  

ISR FRAGMENTARY ORDER (FRAGO)

6-30. FRAGOs are the norm for ISR operations.  As the ISR asset gains contact with the threat, information both assumed and known, will change based on answered PIR, denied templates, casualties, dynamic planning and retasking and many other factors.  As noted in FM 101-5, FRAGOs must contain all the paragraphs and elements of an OPORD even if some elements read “no change.”  The ISR effort must include the communications support and flexibility to operate in this environment.  

ISR EXECUTION

6-31. Three key facets of ISR operations severely impact their execution:

· The diversity of assets involved.

· The large battlespace involved. 

· Threat counter-reconnaissance operations.

It is likely that the headquarters in question will be conducting other planning, preparation, or execution functions during the execution of ISR operations.  The ISR asset must be given the ability to move and communicate over the depth of the AO.  Such tasks as clearance of fires and airspace deconfliction must enable, not hinder dynamically retasking ISR assets.

INTELLIGENCE SUPPORT TO COUNTER-RECONNAISSANCE

6-32. To support counter-reconnaissance planning the S2 must:

· Understand the threat’s ISR assets and TTPs. This is why the S2 must play a critical role in planning the counter-reconnaissance fight.

· Produce situation and event templates that depict threat ISR operations (e.g. routes, locations etc.).

· Assist the S3 and FSO to ensure the fire support plan supports the counter-reconnaissance fight.  This includes carefully planning sensor-to-shooter links, when appropriate, and the criteria to discontinue those links.

· Ensure the counter-reconnaissance plan provides the ability to track threat reconnaissance assets throughout the battlefield (e.g. handover of threat reconnaissance from the scouts to the counter-reconnaissance screen line).  

COLLECTION MANAGEMENT

6-33. The definition and description of the collection management process is not intended to replace FM 34-2 but to provide an overview of collection functions and responsibilities at the division level.  The S2 is a critical person during all aspects of operations planning and execution. The S2 must be familiar with all aspects of operation systems functions, capabilities, and limitations.  Without this basic understanding of friendly forces, the S2 cannot adequately understand and fulfill the intelligence needs of the division, brigade, and separate battalion commanders.  Friendly force knowledge must include other service intelligence assets and communication systems.  The collection management process and the responsibilities of the Battalion S2, Battalion S3, and commander of the tasked unit will be referred to throughout this discussion of responsibilities, products, and activities.

STEP 1.  DEVELOP REQUIREMENTS

6-34. Identify, prioritize, and refine uncertainties concerning the threat and the battlefield environment to accomplish the mission. The individual requirements are consolidated into one prioritized list of WHAT needs to be collected and WHERE it needs to be collected and reported in order for a unit to conduct operations as planned. 

6-35. The S2 or a representative must be an active member of the wargame.  By being present during this activity, the S2 fully understands the concept of the operation and the scheme of maneuver.  He is able to interact with the planning team and reinforce the probable collection requirements as the battle sequences occur.  This familiarity with the impending operation fully focuses the S2 to the ISR tasks.  The S2 fully develops the intelligence strategy from the wargame.  

6-36. The S2 must fully understand each requirement and determine how to best fulfill it.  Requirements are submitted from higher, adjacent, and subordinate users.  The S2 conducts the following steps with each IR.

· Record.  The S2 has a tool for managing incoming information requirements (IR).  Whatever record is developed  should include a sequence number, the LTIOV, and a point of contact (POC).  It  also has a block that the user fills in that states what references were used to try and answer the requirement at each echelon.  This tool precludes duplication of effort by each echelon.

· Validate.  Each IR is validated for feasibility, completeness, and necessity for collection.  If the S2 determines that an IR does not meet the battalion’s/brigades established criteria for validation, then the IR is returned without comment.  At a minimum, the IR contains WHAT, WHERE, WHEN, WHY, and WHO for it to be validated.

· Consolidate.  Since requirements are received from several different commands many may be the same or similar.  The S2 or his staff combines like requirements to simplify the effort.  Note that combined IRs must contain a tracking code to retrace them back to their original submittal.

· Prioritize.  Once the list of IRs  is consolidated,  the S2 prioritizes the list.  This is when the knowledge gleaned from mission analysis and the war game effort payoff.  The S2 and his staff, fully understand the sequencing of the upcoming operation are able to prioritize requirements from knowledge and not because one command out ranks another.

6-37. The S2 section assists the S2 in developing SIR sets.  These sets break requirements into smaller, more specific questions which, when answered, can satisfy the entire intelligence requirement.  Each SIR identifies the WHERE and the WHEN in the requirement.

STEP 2.  DEVELOP COLLECTION PLAN

6-38. The Collection Plan is a graphic representation of the ISR strategy, which integrates and synchronizes collectors with requirements.  This is the first step in the collection management process that involves mission management.  The desired effect is to develop a collection strategy and employment scheme producing the intelligence required to effectively answer the command’s intelligence requirements.  This collection strategy includes both internal and external assets.

Evaluate Resources: 

6-39. The S2 and S3 know all of the ISR assets within the unit so that they can match SIR to the appropriate collector.  By fully understanding the capabilities and limitations of systems (both maneuver units and intelligence assets) within the battle space, the S2 can request collection from units outside the organic ISR assets to answer SIR.

Develop Collection Strategy: 

6-40. The S2 develops the battalion’s collection strategy based upon a full understanding of organic and external resources.  This strategy includes all assets that the S3 can task (organic) and the S2 can request (from higher or adjacent units).  It is true that organic assets are more responsive to your intelligence needs but the S2 must not tie himself to battalion assets solely for that reason.  If another echelon’s sensor is what you need to answer a specific tasking, then ask for or request that system.  In this era of broadcast dissemination systems, the S2 may be able to fulfill IR and PIR through the use of the brigade’s CGS systems.  Receiving information in this way is considered the “pull” of information from skip echelon sources and systems.  There are four keys to collection strategy: 

· Cueing, which is using one asset to tip-off another to a possible target.

· Redundancy, which is the use of more than one asset to cover one SOR. 

· Mix, which is the use of several assets from all available disciplines.

· Integration is the attempt of the S2 through the S3 to incorporate new requirements into ongoing missions.

Synchronize collection to requirements.  

6-41. The S2 presents the fully developed SIR to the commander.  The S2 then ensures that each SIR is associated with its corresponding decision point (DP) and timeline derived.  The S2 re-verifies the DP and timeline by referring to the command’s original synchronization matrix and DST.  A tool used to portray this information is the Intelligence Synchronization Matrix.  The ISM is subdivided by intelligence discipline and includes the timeline and DPs.  The use of this tool in conjunction with the collection plan keeps the MM focused to providing intelligence by the determined LTIOV.  

Develop SOR Sets: 

6-42. Converting SIR to SOR involves translating the SIR question into a SOR directive tailored for SIGINT, IMINT, HUMINT systems or maneuver units.  Each SOR should include a priority, intelligence indicator, timeframe of expected activity, LTIOV, or latest event information is of value (LEIOV).  When developing the SOR, do not be so specific that you limit the sensor to looking for only one thing.  Receipt of other information may well fulfill the original SIR.  This allows sensors to provide other untasked information for use in the fused all-source picture.  By providing requests that are specific in nature, the S2 may be able to convert them in their entirety to the actual tasking message or mechanism.

Prioritize SOR for Collection Assets: 
6-43. 
Battalion collection plans are extremely complex tasking mechanisms, which may task individual sensors with multiple requirements.  The S2 prioritizes these requirements by sensor.  If other personnel in the S2 section are allowed to prioritize, then we may not receive the information we need by the LTIOV.

STEP 3.  TASK OR REQUEST COLLECTION

6-44. Implement the collection plan through execution of SOR.  The S2 is responsible for the production of the tasking mechanism.  However, the S2 does not task anything.  The S2 coordinates with the S3 to have the collection tasks placed in paragraph 3 of the OPLAN or OPORD.  Should the task or request be outside the realm of the published order, then it is signed and released by the S3 in FRAGO format. The desired effect is to have the collector receive a properly filled out and formatted tasking.

Determine Tasking or Request Mechanism: 

6-44. The S2 coordinates with the S3 to have the tasks placed in paragraph 3, of the basic OPORD or OPLAN.  Supporting details are then written into the Intelligence Annex.  The Intelligence Annex to the OPORD or OPLAN further covers the ISR collection plan.  This annex contains the complete list of current orders and IR.  Use an appendix to the annex to relay lengthy intelligence tasking orders and requests.  

Execute and Implement:

6-45.  The tasking process provides the tasked unit with a specific, prioritized request.  The actual implementation of the task is a commander’s function.  This is the point when the AM takes over responsibility for the mission.  

Collect and Exploit

6-46. The tasked asset / unit is solely responsible for this function.  The tasked unit/asset determines which individual sensor/subordinate element can fulfill a requirement and plans all necessary actions to carry out the mission.  In addition to the tasking, each sensor must provide timely and accurate reporting back to the brigade.  The tasked unit / asset provides the status of each tasking to the brigade.

STEP 4.  DISSEMINATE

6-47. The desired effect is to deliver intelligence information to users who need it, in the right format so that intelligence flows as quickly as possible from the collector to the requester.  All units receive the same intelligence in a timely manner.  ASAS operators generate traffic for higher and lower users and disseminate it to them by using R-routers or FM communications.

Arrange for Direct Dissemination

6-48. Have sensors report directly to the unit needing the information for decisions.  This dissemination method is written into the SOR if the S2, with the commander’s approval wants the unit to execute it.  If the S2 allows the asset to report directly to the requesting unit, the S2 ensures that a copy of the information is received.  The S2 uses this information to update requirements.  This method is most commonly used for field artillery (FA) units and the target nomination process.

Determine Perishability

6-49. The S2 section knows when the LTIOV is for each piece of critical information the commander needs to be successful.  By fully understanding the operation, the S2 section can quickly determine which information will bypass the normal intelligence processing functions and be sent directly to the commander needing it to make decisions.  In the remote workstation (RWS), the operator can set information alarms for critical pieces of intelligence.  These alarms alert the analyst that the information has arrived prior to its being passed on to the brigade.  These few seconds or minutes saved by the alarm capability are critical in the decision-making cycle of the combat commander. 

6-50. Should the S2 not adequately determine perishability guidance or timelines, the possibility of information expiring by its LTIOV remains very high.  The S2 ensures that the remote work stations and section personnel are provided with the LTIOV for all information required for decisions.

Determine How Much to Disseminate

6-51. The S2 determines the amount of information he will disseminate to the higher and subordinate commanders.  It may not be important to provide the entire text of a message to the user if the unit location and identification answer the requirement.  It is not always necessary to provide the source to the commander; however, the S2 is prepared to provide the complete history of any information.  This history includes originating source, sensor, time, location, and possibly the analysis written into the original report.

Identify Media for Dissemination

6-52. This step is unique to each unit.  The media for dissemination includes every means of moving information around the battlefield.  The unit’s intelligence architecture provides this type of information to the S2.  If it does not, the S2 must work with the supporting signal unit to determine communications links and methods between the brigade and the subordinate CPs.  The list of dissemination systems is provided to all users of the intelligence products.

Disseminate

6-53. The final phase of Step 4 involves the actual movement of intelligence around the battlefield.  The S2 uses those systems available to him to provide intelligence products to commanders on time.  The S2 maintains a tracking system for all outgoing intelligence.  To say that one has disseminated the product without verifying that the user received it will not suffice.  The S2 ensures that the mail arrived.  The RWS uses operator generated USMTF formatted messages, which are sent to the brigade.  

STEP 5.  EVALUATE REPORTING

6-54. Evaluation determines how well the collection systems are satisfying the commander's intelligence requirements. The desired effect is to deliver factual and accurate information provided to the commander by the LTIOV.  Assets are not wasted unnecessarily on outstanding tasks, as both the S2 and the user ensure the other understands when an RII has been adequately fulfilled.

Monitor and Maintain Synchronization.  

6-55. By participating as an active member of the wargame, the S2 knows when and what critical pieces of information are missing from the commander's estimate of the situation.  The S2 uses the ISM and the ISR plan to ensure synchronization with the overall operation and scheme of maneuver.  The other critical tool for the S2 is the commander’s synchronization matrix.  The S2 must have a complete copy of this document, ensuring the ISM does not inadvertently miss a collection requirement.

Correlate Reports to Requirements.  

6-56. The S2 has a tracking mechanism to determine which SOR or group of SOR originates from which PIR.  By having this mechanism, the S2 quickly provides the collected information back to the original requester.  The tool also allows the S2 to rapidly determine which asset is available for retasking.  

Screen Reports.  

6-57. Each report received by the S2 section is screened for accuracy, timeliness, and applicability to the original SOR.  If the S2 determines that it completely fulfills a SOR, it must be closed and the information provided to the original requesting unit.  

Provide Feedback to Collectors and Exploiters.  

6-58. The S2 must provide feedback to all the collection assets or units.  By doing so, he quickly reinforces if their collection is answering the original request, or he can provide guidance for retasking if it does not.  This feedback is essential to the IEW systems.   Additional information on their collection may be provided if the S2 tells them exactly what is needed or has been missed in the original report.  This feedback occurs when an SOR has been completely fulfilled, reorienting the sensor on another collection requirement.

STEP 6.  UPDATE COLLECTION PLANNING 

6-59. Adjust the overall collection plan to synchronize and optimize the collection and exploitation capability as the situation changes.  The desired effect is to have assets that are not over or under-tasked.  Assets directed toward the intelligence requirements identified during the wargame and targeting processes and recorded on the commander’s (or his staff’s) synchronization matrix.

Eliminate Satisfied Requirements: 

6-60. By actively reviewing the collection plan, the S2 quickly deletes satisfied requirements.  He cannot conduct this action if he does not have a successful tracking document.  This document allows rapid tracking of a requirement directly back to the outstanding PIR or RII.  

Redirect Assets to Unsatisfied Requirements: 

6-61. The review of the collection plan will show the S2 which requirements remain unfulfilled.  The S2 can then redirect assets to these outstanding collection requirements, through the S3 generating a FRAGO.  

Cue Assets to Collection Opportunities: 

6-62. By reviewing all incoming reports, the S2 cues other assets to validate or confirm previously collected information.  By cueing assets to known enemy locations the commander is provided with factual information.

Maintain Synchronization: 

6-63. The ISR plan and the ISM are tools used by the S2 to maintain the synchronization of intelligence with the current operation.  This is critical to the overall success of the battalionand subordinate unit operations.  Without synchronization the S2 may direct assets to look and collect in the wrong areas at the wrong time.  Due to the scarcity of assets in the battalion, we cannot allow even one to be wasted on an unnecessary collection mission.

Add New Requirements: 

6-64. The S2 will continually add new collection requirements to the ongoing ISR plan.  He conducts the five previous steps, within the collection cycle to ensuring that the requested bit of information has not already been collected and reported prior to adding a new requirement.  By doing these previous steps, new requirements are kept to a manageable number.

6-65. This review of collection management functions and processes is just that, a review.  For more information, refer to FM 34-2.
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