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Chapter 5

INTELLIGENCE PRODUCTION

The brigade S2 produces intelligence for the commander as part of a collaborative, distributed process.  The Brigade commander drives the S2’s intelligence production effort by establishing intelligence and information requirements with clearly defined goals and criteria.  Differing brigade missions (actions), environments, and situations impose numerous and varied production requirements on the S2 and his staff.  The S2 must employ collaborative analysis techniques and procedures that leverage distributed intelligence production capability of higher and subordinate echelons to meet these requirements.  Proficiency in these techniques and procedures enable the brigade S2 to answer the commander’s and staff’s requirements regardless of the mission, environment, and situation.
SECTION I - MISSION

5-1. The brigade S2 and staff produce intelligence to support the planning, preparation, execution, and assessment of operations through the analysis of combat information and intelligence on the threat and environment.

SECTION II - PROCESSING AND PRODUCTION 

5-2. Time constraints and demands of the modern battlefield tend to make the processing and production phases of the Intelligence Process indistinguishable, particularly at echelons brigade and below.  In the processing phase, the S2 exploits and transforms collected data into products that can be readily used in the analysis and production of intelligence.  In the production phase, the S2 integrates, evaluates, analyzes, and interprets information from single or multiple sources and disciplines into finished intelligence products.  Like collection operations, the S2 must ensure the brigade’s information processing and intelligence production are prioritized and synchronized with the commander’s priority intelligence requirements.

5-3.  In the processing phase, the S2 relies on the direct support Military Intelligence Company to process information collected by the brigade’s organic and supporting ISR assets as well as that received from higher echelon.  The company processes unmanned aerial vehicle imagery, Joint Surveillance Target Attack Radar System (Joint STARS) radar imagery and moving target indicator (MTI), and signals intelligence reports.  The intelligence analysts in the company develop situation products that support the S2 Section’s intelligence production and ISR planning requirements.   If task organized with HUMINT or SIGINT assets, the MI Company can assist the S2 limited single discipline analysis of information collected by those assets.  

5-4.  The S2 Section develops and maintains the brigade’s general military intelligence database on potential threat forces and environments based on unit contingency plans and commander guidance.  As an essential component of intelligence readiness, this database supports the Brigade’s planning, preparation, and execution of exercise and real-world operations. The S2 Section applies and updates the database as it executes its four primary intelligence production tasks.  These intelligence production tasks are –

· Intelligence Preparation of the Battlefield (IPB).

· Situation Development.

· Target Development.

· Battle Damage Assessment (BDA).

SECTION III - INTELLIGENCE PREPARATION OF THE BATTLEFIELD

5-5. IPB is a systematic process for analyzing the threat and environment in a specific geographic area. It is designed to support staff estimates and military decision making. Applying the IPB process helps the S2 support the commander in selectively applying and maximizing his combat power at critical points in time and space on the battlefield by—

· Determining the threat's likely COA. 

· Describing the environment the brigade is operating within and the effects of the environment on brigade operations.

5-6.  The S2 conducts IPB prior to and during the brigade's planning for an operation.  The IPB process consists of four steps:

· Define the battlefield environment. 

· Describe the battlefield's effects. 

· Evaluate the threat. 

· Determine threat COAs. 

DEFINE THE BATTLEFIELD ENVIRONMENT

5-7.  In the first step of the IPB process, the S2 defines the battlefield environment.  This focuses the brigade's initial planning efforts and the remaining steps of the IPB process. The S2 identities characteristics of the battlefield which require in-depth evaluation of their effects on friendly and threat operations, such as terrain, weather, population, and infrastructure. 

5-8. The S2 establishes the limits of the Area if interest (AOI) to focus analysis and collection efforts on the geographic areas of significance to the brigade's mission.  The S2 bases the AOI's limits on the amount of time estimated to complete the command's mission and the location and nature of the characteristics of the battlefield that will influence the operation. If the command has not been assigned an AOI, the S2 coordinates with the S3 to develop a joint recommendation on its limits for the commander's approval.  Similarly, the S2 works with the S3 on recommendations for the command's AOI during development of friendly COAs. 

5-9.  Defining the significant characteristics of the battlefield environment also aids in identifying gaps in current intelligence products and the specific intelligence required to fill them. Similarly, the S2 identifies gaps in the brigade’s general military intelligence database of the threat and the current threat situation. Once approved by the commander, the specific intelligence required to fill gaps in the brigade’s knowledge of the battlefield environment and threat situation becomes the commander's initial intelligence requirements. 

DESCRIBE THE BATTLEFIELD’S EFFECTS

5-10.  The S2 analyze the effects of the environment with which both sides must contend in step 2 of the IPB process. The S2 identifies the limitations and opportunities the environment offers on the potential operations of friendly and threat forces. This analysis focuses on the general capabilities of each force until COAs are developed in later steps of the IPB process.  The S2 always includes an examination of terrain and weather but may also include discussions of the characteristics of geography and infrastructure and their effects on friendly and threat operations. 

5-11.  Characteristics of geography include general characteristics of the terrain and weather, as well as such factors as politics, civilian press, local population, and demographics. An area's infrastructure consists of the facilities, equipment, and framework needed for the functioning of systems, cities, or regions. Regardless of the subject or means of presentation, the S2 ensures that the production focus is on the effects of the battlefield environment. Products developed in this step might include, but are not limited to—

· Population status overlay. 

· Overlays that depict the military aspects and effects of terrain. 

· Weather analysis matrix. 

· Integrated products such as modified combined obstacle overlays (MCOOs). 

EVALUATE THE THREAT

5-12.  In step 3, the S2 analyzes the brigade’s general military intelligence database to determine how the threat normally organizes for combat and conducts operations under similar circumstances. When facing a well-known threat, the S2 can rely on historical data bases and well developed threat models. When operating against a new or less well-known threat, the S2 may need to develop intelligence data bases and threat models concurrently. The S2's analysis is portrayed in a threat model that includes doctrinal templates that depict how the threat operates when unconstrained by the effects of the battlefield environment. Although they usually emphasize graphic depictions (doctrinal templates), threat models sometimes emphasize matrices or simple narratives. 

DETERMINE THREAT COURSES OF ACTION

5-13.  The S2 integrates the results of the previous steps into a meaningful conclusion in step 4.  Given what the threat normally prefers to do, and the effects of the specific environment in which he is operating now, what are his likely objectives and the COAs available to him?  The S2 develops COA models that depict the threat's available COAs. The S2 also prepares event templates and matrices that focus ISR operations by identifying the indicators or sets of indicators of the forecasted threat COA.

5-14.  The threat COA models the S2 develops in this step are the products that the staff will use to portray the threat in the decision making and targeting processes. The S2 cannot produce these models, effectively forecast the threat COAs, unless he has—

· An understanding of the friendly mission throughout the time duration of the operation. 

· Identified the physical limits of the AO and AOI.

· Identified the characteristic of the battlefield environment that might affect the operation. 

· Identified the opportunities and constraints the battlefield environment offers to threat and friendly forces. 

· Thoroughly considered what the threat is capable of and what he prefers to do in like situations if unconstrained by the battlefield environment. 

In short, the enemy COA models which drive the decision making process are valid only if the S2 establishes a good foundation during the first three steps of the IPB process. 

See FM 34-130 for detailed information on the IPB process and FM 34-7 for the process and considerations in support and stability actions.

SECTION IV - SITUATION DEVELOPMENT

5-12.  Situation development is a process for producing current intelligence about the threat situation in a particular area. The process depends upon products developed during IPB and the continuous monitoring of events and specific activities in the brigade’s AO and AOI. The process helps the S2 confirm threat courses of action, explain the threat activity’s relationship to the friendly operation and area, and identify intelligence gaps.  The current intelligence products developed through the situation development process help the brigade commander to understand the current threat situation and make decisions on current and future operations.

5-13.  The S2 conducts situation development during the preparation for and execution of the brigade’s operations.  The situation development process consist of four steps –

· Record Information.

· Evaluate Information.

· Analyze Information.

· Update Current Intelligence.

5-14.  Situation development is a linear process to aid the S2 and analyst in the understanding of the mental and machine-assisted steps that produce current intelligence.  In fact, the sequence of steps varies with the nature and urgency of the collected information.  Information is normally recorded first; however, if it contributes to the development of critical, time-sensitive intelligence then it is recorded simultaneously with or after evaluation and analysis.  Time-sensitive combat information and partially developed intelligence that affects the current operation may not complete the full process but is disseminated immediately upon recognition.  Information that is not of immediate value follows the steps of the situation development process before it is disseminated.

5-15.  The situation map (analog or digital map with overlay) is the S2’s primary analytic tool in the situation development process.  The map provides the S2 with a graphic representation of threat activity within the AO and AOI.  The graphic serves as a common vehicle for the S2 Section’s analysis of information and dissemination of the current intelligence picture.  With the ASAS, the S2 can quickly post, correlate, and update information on the situation graphic and, following analysis, update the intelligence database.  The situation graphic, particularly when developed on an ASAS workstation, allows the S2 to support current situational awareness of the brigade and its subordinates as well as contribute to distributed development of the brigade’s and higher echelon’s common operating picture.  Some of the specific uses of the situation map are to –

· Evaluate and integrate information and intelligence from multiple sources.

· Track the disposition and movement of threat forces.

· Isolate indicators of threat courses of action, intentions, and objectives.

· Identify new information that may affect friendly operations.

RECORD INFORMATION

5-16.  Step 1 is the recording information into text or graphic format and arranging this information into groups of related items. The S2 Section receives current information from throughout the brigade and all echelons of the intelligence community.  This information consists of message traffic on military and political events of interest to the brigade; real time reporting of operational situations by subordinate battalions and companies; and summaries and briefings from higher echelon organizations. The S2 Section records information into the All-Source Analysis System (ASAS) database to facilitate retrieval, correlation, and presentation of data for evaluation, analysis, and dissemination.  Traditional information recording mechanism (analog and digital) include –

· Intelligence Journal.

· Intelligence Files.

· Situation Map.

· Intelligence Workbook.

· Order of Battle Records.

EVALUATE INFORMATION

5-17. Step 2 is determining the relevance of the information to the operation, reliability of the source or agency, and accuracy of the information.  Evaluation of information at the lower echelon is a simple step compared to the procedures employed at higher echelons.  From the viewpoint of the brigade or battalion S2, information that relates to the unit’s AO and AOI is relevant; information about areas outside the AOI may or may not be relevant.  The S2 may not be able to judge the reliability of a source or agency because the S2 may not have repetitive contact with the source or agency.  This difference between higher and lower echelons is that information from higher headquarters normally has been evaluated and analyzed while information collected within a brigade’s AO is acquired by direct observation or actual contact with the threat or civilian population.
5-18.  The S2 evaluates the relevance of information by comparing the information to following basic criteria –

· Is the information related to the unit AO and AOI?

· Does the information answer a specific order or request?

· Is the information timely?

5-19.  In evaluating the reliability of information, the S2 looks at both the information and the source of the information.  The principal basis for judging the reliability of a source or an agency is previous experience with the source or agency.  The S2’s criteria for evaluating information from brigade units and supporting ISR assets come from his knowledge of the units’ training, experience, and past performance.  Though more applicable to division and above intelligence, Table 5-1 provides a rating scale that the S2 can use for evaluating the reliability of information. 

Reliability
Accuracy

A
Completely Reliable
1
Confirmed by Other Sources

B
Usually Reliable
2
Probably Accurate

C
Fairly Reliable
3
Possibly Accurate

D
Not Usually Reliable
4
Doubtfully Accurate

E
Unreliable
5
Improbable

F
Reliability Cannot Be Judged
6
Accuracy Cannot Be Judged

Table 5-1.  Information Evaluation Rating Scale.

5-20.  Accuracy addresses the credibility or probable truth of the information.  The most reliable technique for judging the accuracy of a piece of information is by comparing it with similar information available in the database.  When possible, the S2 obtains confirming or refuting information through higher headquarters, different agencies, and other sources (or intelligence disciplines). Table 5-1 provides a rating scale for evaluating the accuracy of information. In general, the S2 evaluates the accuracy of reported information based on the answers to the following basic questions:

· Is it possible for the reported fact or event to have occurred?

· Is the report consistent within itself?

· Is the report confirmed or corroborated by information form another source or agency?

· Does the report agree or disagree with other available information?

· If the report disagrees with other information, which is more likely to be true?

ANALYZE INFORMATION

5-21.  In step 3, the S2 draws conclusions about the probable meaning of the evaluated information and determines its significance relative to forecasted threat courses of action and the commander’s priority intelligence requirements. He also attempts to identify activity or trends that provide the indications and warning of the initiation, change, or escalation of threat actions that represent opportunities or risks to friendly force. The S2 uses the indicators developed for each threat course of action and priority intelligence requirement during the MDMP as the basis for his analysis and conclusions. The S2’s applies the following substeps to analyze information- 

· Assess the indicators of threat capabilities, disposition, and intentions. 

· Test indicators against threat course of action and priority intelligence requirements.

· Determine the significance of threat information to current and future operations.

5-22.  Assessment is the sifting and sorting of evaluated information to update the current situation with respect to the unit’s mission and operations.  It begins with a clear understanding of the unit’s mission and commander’s intent.  All information gathered is viewed in relationship to what the commander wanted to accomplish and as it is to related PIR and IR.  Assessment requires judgment and a thorough knowledge of(
· Friendly military operations.

· Characteristics of the AO and AOI.

· Threat situation, doctrine, and past practices.  

5-23.  The S2 tests the accuracy and probability of the forecasted threat course of action or answer to a priority intelligence requirement. Testing includes verifying the existence or nonexistence of indicators within the limitations of available time and means.  The lack of information relating to specific indicators may signify that the course of action is incorrect or the requirement is unanswered.  The lack of information or reporting may also point to either an intelligence gap regarding one or more indicators, or to threat deception effort.  If the S2 identifies an intelligence gap then he must consider adjusting the ISR collection efforts to fill that gap.  In the end, the S2 determines the significance of the threat information as it relates to the following basic questions –

· Does the information confirm or deny forecasted threat courses of action?

· Does the information confirm or deny predicted threat objectives?

· Does the information identify new threat courses action and objectives?

· Does the information answer the priority intelligence requirement?

UPDATE CURRENT INTELLIGENCE

5-24.  Step 4 involves updating the current intelligence picture for the commander and staff as well as higher and subordinate commands.  Situational awareness and decisions can not always wait for a formal briefing so the S2’s primary method of updating the commander and staff must be through personal interaction.  Concurrently, the S2 Section is executing the following tasks –

· Update threat situation graphic.

· Update threat database.

· Develop intelligence report or summary.

· Recommend changes to the ISR Plan.

See FM 34-3 for more information on intelligence analysis techniques.

SECTION VI - TARGET DEVELOPMENT

(THE FOLLOWING NEEDS TO BE SIMPLIFIED –SCALED TO BRIGADE NOT THEATER-AND  MORE CONCRETE EXAMPLES TO INCLUDE NON-LETHAL/IO TYPE TARGETING FOR SASO NEED TO BE ADDED – MAXIMUM THREE PAGES WITH PICTURES)

5-25. Target development is the systematic examination and evaluation of potential target systems and system components for attack through maneuver, fires, or information. Target development is based on the commander’s objectives and guidance, and the brigade’s operations order.  The sole purpose of target development is to translate the commander’s objectives and guidance into a list of appropriate targets.  Seven functions make up the target development process. These functions typically are interactive rather than sequential.

· Identify target system.

· Identify target system components.

· Conduct modeling and wargaming.

· Identify target component elements.

· Perform target validation.

· Prepare preliminary document.

· Establish collection requirements.

IDENTIFY TARGET SYSTEM

5-26. The first function in the target development process is to identify the target system(s) that support specified enemy activities.  A single target may be significant because of its own characteristics, but often the target’s importance lies in its relationship to other targets.  Joint Publication 1-02 defines a target system as “all the targets situated in a particular geographic area and functionally related.”  The key words in this definition are “geographic area” and “functionally related.”  A geographic area may cover several nations, a single nation, or a region within one nation.  Additionally, with the application of newer technologies to targeting, virtual relationships are becoming increasingly important.  “Functionally related” means that all targets in the system support the same activity.  Examples of target systems are an enemy’s fielded forces, coastal defense assets, and petroleum, oils, and lubricants (POL) infrastructure. 

5-27.  The target system concept is important because almost all targeting is based on targeting systems.  Usually the effect of an attack upon an enemy can only be determined by analyzing the enemy’s target systems.  For example, to achieve the objective of delaying an enemy’s first echelon forces, a targeting analyst might choose to attack a POL refinery to reduce those force’s supplies.  However, while an attack against this refinery may render it inoperable for three months, this does not guarantee the slowing of the enemy first echelon forces.  The enemy may have a six-month strategic reserve and sufficient idle capacity in the remaining plants to compensate for the production loss or sufficient fuel in the forward area to support tactical operations.  The only way to evaluate the overall effect of destroying the refinery is to analyze the entire POL system. 

5-28.  Generally, a target system has a number of characteristics and components.  Moreover, each target system is a component of a larger, more inclusive system.  A target system is oriented toward a goal, objective, or purpose.  Target systems are usually complex, with interdependent components, and engage in a wide variety of activities directed toward pursuit of system goals. 

5-29.  The S2’s intelligence support to target development must focus on all aspects of the target system but the emphasis should be on system activity and components.  By determining which activity is to be modified or affected by friendly forces, key target systems and components are identified and nominated as targets.  On a lesser scale, this same principle can be applied to individual targets, with key or vulnerable elements of each target identified for attack.  A comprehensive analysis of the system and its component parts is essential to understanding the activities of the entire system.

IDENTIFY TARGET SYSTEM COMPONENTS

5-30. Once the target system is identified, the next step for the analyst is to examine the various components.  A target component is a set of targets within a target system performing a similar function.  In focusing on target components, emphasis is shifted away from the target system to the specific activities, industries, and basic utilities required to produce parts of an end product.  For non-industrial target systems, however, the same general analytic process applies.  For example, the components of a tactical ballistic missile target system might include missile transporter erector launchers, supply vehicles, C2 nodes, meteorological radars, missile fuel storage sites and shelters, deployment areas, and the supporting road transportation network.  There are eight specific factors targeting analysts should consider when examining target system components. These factors fall into the two broad categories of criticality and vulnerability.

5-31.  The criticality of a particular component is derived from its contribution to a target system’s larger function and how that system’s function relates to the commander’s objectives.  Criticality is a measure of the relative importance of components within a target system as they relate to specific objectives.  It is important to remember there is no such thing as a definitive list of the best targets in a particular country. Targets are good, better, or best, only to the extent that attacking them will contribute to the accomplishment of the commander’s objectives.  For this reason, target development focuses on identifying critical nodes within key target systems in order to satisfy targeting objectives and conform to the commander’s guidance.  The four factors that contribute to criticality are value, depth, ability to recuperate, and capabilities.

5-32.  Vulnerability refers to the ability to hold a target or target system at risk.  It directly relates to the ability to achieve the desired objective with the available force.  It must be stressed here that the end product of the target development process is an unconstrained prioritized list of potential target nominations, reflecting relative importance of the targets.  This list is the basis for the weaponeering assessment phase.  A target may not be physically vulnerable to existing assets.  If it is critical however, it should be retained on the target list in order to provide impetus for developing an effective strike capability.  Another point to stress is that many of the factors under vulnerability relate to the ability to effect the activity of a target or target system and not with physical vulnerability to lethal or non-lethal force.  The targeting analyst must also remember that vulnerability is not only an assessment of susceptibility to the effects of a weapon but is also a measure of the ability to detect or locate the target.  A good example of this would be the enemy’s submarine force, which may be susceptible to the effects of available munitions, but invulnerable if dispersed and not located.  The four factors that contribute to a target’s vulnerability are cushion, reserves, dispersion, and physical characteristics.

5-33.  The targeting analyst should include all potential targets in the analysis.  Analysis should be as thorough as circumstances, time, and resources allow.  For example, rules of engagement (ROE) may not allow attacks on targets within 25 nautical miles (nm) of an international border.  If the enemy relocates a targeted activity inside this sanctuary, the unit may request modification of the ROE.  After the individual targets have been identified for analysis, the targeting analyst should gather intelligence describing the characteristics of these targets.  At this point, the intelligence analyst or imagery interpreter will usually prepare target descriptions as well as intelligence folders or automated installation files.

CONDUCT MODELING AND WARGAMING

5-34. The third step in target development is for the S2 to build an analysis model that explains the relationship between target components.  In broad terms, a model is a representation of a complex system (usually smaller than the system). By building a model, the relationship between system components can be portrayed graphically, using mathematical models, textual descriptions, or flow charts.  When preparing a model, the targeting analyst must estimate the contribution of each target component to overall enemy activity.  After the model is developed, the targeting analyst can then determine the potential means of disrupting a related target set.  

5-35.  An important first step in modeling is the establishment of utility measures.  Utility measures are numerical ratings or weights assigned to target system components that help the targeting analyst compare individual targets and determine which have the highest values and priorities.  The numerical rankings do not have to represent any one specific characteristic but are used only to show the relationships among target system components.  By using utility measures, potentially promising target components can be assigned a measure of worth or value reflecting their importance or contribution to the target system.  Critical to this effort is how the utility measures are defined and what steps are taken to prevent bias in the output.  Great care must be taken to assure that a preconceived notion of the desired outcome is not translated into the measures. 

5-36.  The output of the modeling process is a prioritized target list.  This list represents targets that will best achieve or contribute to the commander’s campaign objectives.  At this point the list is still unconstrained, as some of the targets may not be vulnerable to the effects friendly forces can bring to bear upon them.  These targets should remain on the list, but will not be nominated to planners.

IDENTIFY TARGET COMPONENT ELEMENTS

5-37. The fourth step in target development is for the S2 to identify target component elements.  A target component element is the smallest identifiable activity of a target component.  Just as components are essential parts of a target system, target elements are the essential parts of a target component.  Distillation towers at POL refineries and counter battery radars are examples of target component elements.  The process for selecting target component elements is the same used to select the target components.  The one additional factor to be considered when selecting a target component element is the level of damage desired or the length of time the damage effect will last.  With the advent of more precise fire and attack systems, it is now possible to effectively engage a whole series of smaller, more intricate target elements with precision-guided munitions.

PERFORM TARGET VALIDATION

5-38. The fifth step in target development is for the S2 to validate the targets. Targeting analysts are required to evaluate each potential target when preparing a target list, taking into consideration legal restrictions, ROE, or other limitations. Based on this evaluation, targeting analysts nominate targets for inclusion on the target list from which targets are ultimately selected for attack. As a general rule, targets should be validated as early in the targeting cycle as possible.  Targeting analysts must also consider─

· The situation as the operation progresses to ensure the targets remain consistent with the commander’s objectives and intent.  Changes in the situation (relative to the threat and environment) may also require a change in the targeting effort. 

· The law of armed conflict (LOAC) as well as ROE restraints may preclude attacking a lucrative target.  The targeting analyst will need to find a substitute or request a waiver (if restricted by ROE, there are no waivers for LOAC). 

· New or better targets may emerge while other targets may prove to be invalid because they are no longer operational or important. 

· The G2/S2 must ensure that all appropriate personnel are involved in target development.  At the strategic level or during stability or support actions this may also include the Staff Judge Advocate who may have to address ROE concerns. 

PREPARE PRELIMINARY DOCUMENTATION

5-39. The sixth step in the target development process is for the S2 to prepare preliminary documentation, including a list of potential targets, information folders on each potential target, and a file of validation request and approval messages. 

· The target list contains specifically designated and militarily significant components, elements, and activities against which future attack operations may be directed. At this point in the targeting process the target list has not been finalized, and constitutes only a working list requiring further evaluation before specific execution planning. 

· The information file on each potential target should include at least five elements of target identification:

Basic encyclopedia number or unit identification. 

Functional classification code. 

Target name, country code, and coordinates. 

A recent photograph as well as other available imagery.

A work sheet to collect, organize, and record data. 

5-40.  All available target materials, such as basic target graphics, hard target graphics, and non-target materials such as operations support packages, should also be included.  Over time, all relevant message traffic and additional information in a target folder will prove helpful in answering the types of questions that units and component commands may raise regarding a potential target. 

ESTABLISH COLLECTION REQUIREMENTS

5-41. The last function in target development is to establish collection and exploitation requirements for each potential target.  These requirements must be articulated early in the targeting process to support both target development and eventual combat assessment. 

· In conducting target development, there will normally be intelligence gaps because not all target system components have been identified.  For example, when analyzing a communication network the targeting analyst may find that for the C3 system to function there is a missing node in the database, or that the intelligence analysts cannot account for all the production of a specific commodity.  This is the time to put in requests for information on any missing information, such as the availability of repair equipment and replacement parts.  This information is vital to both the target development and combat assessment (CA) functions for estimating recuperation times and nominating targets for re-attack. 

· Other types of collection requirements needed involve monitoring the activity level of various installations to validate their viability as targets or identifying when alternate facilities should be added to the target nomination list.  Standing requirements like these should be considered for incorporation into the command’s target validation process.

See FM 6-20-10, FM 34-3 and JP 2-03 for more information on the decide function and target development aspects of the targeting process.

SECTION VII - BATTLE DAMAGE ASSESSMENT

5-42.  A component of combat assessment, battle damage assessment is the timely and accurate estimate of damage resulting from the application of military force, either lethal or non-lethal, against a predetermined objective.  It answers the question, “Were the strategic, operational, and tactical objectives met by force employment?”  Although BDA is primarily an intelligence responsibility, the process requires input and coordination from operations and fire support units and systems.


5-43.  The most critical ingredient for effective BDA is a comprehensive understanding of the commander’s objectives and how they relate to a specific target.  How BDA relates to a specific target can be evaluated by conducting physical damage, functional damage, and target system assessments.  The unit should provide a comprehensive plan, together with intelligence architecture, to support BDA.  Pre-conflict planning should consider the types and availability of collection systems needed to support BDA.  During combat, BDA reporting must follow standardized formats and should be passed to planners as quickly as possible.  BDA should use all-source intelligence to answer the unit’s PIR and IR. Post-conflict requirements should include assessing the destruction of targets as a final determination of joint force effectiveness. 

PHYSICAL DAMAGE ASSESSMENT  

5-44.  A physical damage assessment (PDA) is an estimate of the extent of physical damage to a target based upon observed or interpreted damage.  This post-attack target analysis should be a coordinated effort among all units.  Some representative sources for data needed to make a PDA include the following:

· Mission reports.

· Imagery.

· Weapon system video.

· Image manipulator.

· Signals intelligence (SIGINT), human intelligence (HUMINT), imagery intelligence (IMINT) measurements and signatures intelligence (MASINT), and open sources.

· Visual reports from ground spotters or combat troops, controllers and observers.

· Artillery target surveillance reports.

The engaging unit conducts the initial PDA and may recommend an immediate re-attack before sending the report to the appropriate BDA cell for further analysis.  Tactical objectives can be compared to the levels of physical damage achieved to identify force employment problems or requirements for re-attack. 

FUNCTIONAL DAMAGE ASSESSMENT

5-45. The functional damage assessment estimates the remaining functional or operational capability of a targeted facility or object.  Functional assessments are inferred from the assessed physical damage and include estimates of the threat’s ability to recuperate to include the time required to resume normal operations. Multiple echelons typically conduct this all-source analysis.  The targeting or BDA cell integrates the initial target analyses with other related sources, including HUMINT, IMINT, MASINT, and SIGINT, then compares the original objective with the current status of the target to determine if the objective has been met.

TARGET SYSTEM ASSESSMENT

5-46. Target system assessment is an estimate of the overall impact of force employment against an adversary target system.  These assessments are normally conducted by the unit and supported by theater and national-level assets.  The analyst fuses all component BDA reporting on functional damage to targets within a target system and assesses the overall impact on that system’s capabilities. This process lays the groundwork for future recommendations for military operations in support of operational objectives.  

MUNITIONS EFFECTS ASSESSMENT

5-48.  Munitions effects assessment (MEA) is conducted concurrently and interactively with BDA, since the same visual signatures used to determine the level of physical damage also give clues to munitions effectiveness.  MEA is primarily the responsibility of operations and fire support personnel, with inputs from the intelligence operating system.  After the same weapon is used to attack several targets of a specific type, MEA should be accomplished to evaluate weapon performance.  MEA analysts seek to identify through systematic trend analysis, any deficiencies in weapon system and munitions performance or combat tactics by answering the question, “Did the forces employed perform as expected?”  Using a variety of inputs (targeting analysts, imagery analysts, structural engineers, weaponeers, and mission planners) analysts prepare a report assessing munitions performance.  If attacked targets are captured by combat troops, MEA and BDA teams can be used to gather detailed information on the target. Reports should detail weapon performance against specified target types.  This information could have a crucial impact on future operations and the quality of future BDA.

REATTACK RECOMMENDATION

5-49. Re-attack recommendations follow directly from both BDA and MEA efforts.  Basically re-attack recommendations answer the question, “What can be done to fix problems identified by BDA and MEA?”  Evolving objectives, target selection, timing, tactics, weapons, vulnerabilities, and munitions are all factors in the new recommendations, combining both operations and intelligence functions.  BDA supports suggestions for re-attack recommendations or redirection of forces against specific targets.  BDA supports recommendations for maintaining or changing priorities for attacking target systems.  The most important contribution of MEA when selecting weapon systems to apply against specific target types is its force application recommendations.  MEA analysts can also make recommendations for procedural changes, different tactics, system modifications, or new system development.  MEA may also affect immediate re-attack decisions against specific targets.

(NEED TO ADD EXAMPLES OF NON-LETHAL TYPE FIRES-HOW DO YOU ASSESS THE EFFECT OF AN INFORMATION CAMPAIGN ETC)

See FM 6-20-10, FM 34-3 and JP 2-03 for more information on the assessment function of the targeting process.



































































Figure C-7. Combat Assessment Coordination.
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